- Qrcutronix

@ccess the Ethernet

USER GUIDE AMXview

Installation and
Operation Manual




AMXview Network Management User Manual

Qrcutroni

AMXview 7.2

Network Management
for AMX32

User Manual




User Manual AMXview Network Management

Table of Contents
I o | R 0 1 U 4
CHAPTER1  SYSTEM INSTALLATION AND UNINSTALLATION .....cceeeuuuiiiiiriimmmnnniiiiiiiiiennnnsiiiniieemsssssiinneen 1
O 0 1=V I G0N T PPN 1
1.2, INSTALL XVIEW SYSTEM ..uuiiiiiiiiiiiiie ittt st st b e s b s s s b s saa s sab e s sbe e e saa e e san e ans 1
1,30 UNINSTALL XVIEW SYSTEM ..uuiiitiiitieiiis ittt sba e b s as s st e s s ab e sab s sab e s sna e sab e e snne e 6
CHAPTER 2 SYSTEIM HELP .....cuiiiiiiiiiiiiiiiiiitiiieiiiinninnneeeiisssesssssassiiissstesssssssssssseesssssssssssseessssssssssssnees 7
2.0 MYSQL i e s 7
2.1.1. INSEAll DATADASE...........ceoiiiiiii s 7
2.1.2. INFEDALADASE ... 7
2.2 USEONTHE FLY ettt s b s s aa e saa s e 8
2.2.1. SYSEEM BII€f INtrOTUCTION ...t e e et e e et a e e et e e e et s e eeaseaeennnas 8
0 A I V2 =Y o W =4 o OO PO PRSPPI OPPRROPTPIRE 8
22,120 INTEITACE oot e 10
2.2.2. “FHIE” IMIENU ...ttt sttt sttt sae s sttt 23
2 B D T - 1 (o Yo ] PP UPRTPERUPTIRE 24
20 B VT - 1 |11 To ] o O OSSP P PP UPRSTPPUPRPRE 25
2.2.2.3. Delete Alarm Data in Database..........ccccceviiiiiiiiiiiiiii 25
2.2.2.4.  Delete Log in the Database......cccciiiiiiiiiiiiie ettt ettt et s ite e s te e e s etb e e e sataeeetbeeesabeeesabaaasnsreeas 26
2.2.2.5. LOAA MIBi..cuiiiiiiiiiiiieitct ettt bbb bbb bbb bbb e b sreeanens 27
2.2.2.6. RemMOTE ACCESS 1O IMANAEEN . uuviiiiiiiiiiieee ettt e e e ettt e e e s ssae e e e e e s s sbtbteeeeesssbbaeeeeesassbeseeeessasasesaaeesensass 28
2.2.2.7.  SWitch t0 LOCAl MaN@GEMENT ....cccuiiiiiiiiiiiiie ettt ettt e s eate e e s ta e e s eab e e e sabaeaesabeeesabeeesastaeeansaeas 29
A TR o Y- 4 o O U SUPU PP 29
R T O o 1o Y I e 41 o OO TTUUTPRN 30
2.2.2.10. PO SEILING . ueiiiii ittt e e e st e e e e et e e e e e et et e e e sanbbaeaeeesenbaaee sares 30
2.2.2.11. Print TOPOIOZICAl Graph ..ccuuiiiiiiiecciiie ettt et e e e s ta e e s bb e e s sabeeesabbaeenneeas 31
2.2.2.12. L LV £=] o O SR PUPPPSPT PN 31
2.2.3. CEQIE” MIBNUL..c.....eeseieteeee sttt sttt sttt saeene sttt 31
2.2.3.1. VieW and Edit PrOPEITIES ....ciicuiiieiiiieiiiieeeiee ettt etee e s tte e e ite e e s be e e sbteessataeesbaeeesstaeaassseesssbeeesnsseaansseeas 32
2.2.3.2.  Device Alarm CoNdition .......cccoiuiiiiiiiiiiiiiiii s 33
2.2.3.3.  Refresh DevViICe LiST......ccccciiiiiiiiiiiiiiiiiicic s 34
D N T [ ol W o Ce) Y T SOOI 34
2.2.3.5.  Search Serial DEVICES .........ccciiiuiiiiiiiiiiiiiicicc s 35
2.2.3.6.  Cancel Topological Graph OPEration .........cccceciieiiiiiiiiiiee et e e e e ere e e sbee e s ebbeessataeeeneaeas 36
2.2.3.7. Redo Topological Graph OPeration.........ccccuuieeiiieeiiiiieiiieeeciee e erteeesiee e sb e e sbe e e sbaeeesabeeesbbessnstaeesneneas 36

2.2.3.8.  Delete Current Device Node............... ...36
2.2.3.9.  Delete All DEVICE NOUES. .....ccccuiiieiiiieeiieeeeieeecite e eree e stte e ettt e e sbeeesbaeesssseeesabseessstaeeassseesasbeeesnsaeasssseens

2.2.4. VIEW” MENU ...ttt
2.2.4.1. Display Device Topological Graph
2.2.4.2.  Clear Information in the Trap Alarm WINOW ........ccceiiiiiiiiiiiiiciecctee et e e sbae e e 37
2.2.4.3.  Clear Information in the System LOg WINAOW ........cc.ceiiiiiiiiiiiiiiiiec ettt s e e svae e e 38
2.2.4.4.  Clear Information in Http SESSION WiNGOW......cuuiiiiuiiiiiiiieciiie ettt et eve e et e s aree s svee e sbaeaeeseas 38
2.2.4.5.  Clear Information in Remote ReSpoNSe WiNAOW.........cccuieeiiiiiiiiiiiiiiieeiiieeecreeeeieeeesiree e sveeesvaeaesaneas 38




AMXview Network Management User Manual

2.2.4.6.  DiSPlay iN ACTUGI SIZE ...eiiuiiieiiiie ettt et et ebe e e et e e e st e e sbb e e e sbtaeesstaee s abeeeeabaaeesreeas 38
2,247, Z00M RGO .ottt e e aee 38
D T D1 o] F= 1Yo | L= OO UPPPPRN
2.2.4.9. Display Boundary
2.2.4.10. (D11 o] =1V A € T« ISP SRR 40
2.2.4.11. (D11 o] =1V Fo o] I 2 7= 1 S OO RRUPRTUPPPROt 41
2.2.4.12. DiSPIAY SEATUS Bal.....uiiiiiiiiiiiie ettt ettt e e s e e e e b e e e sbee e e tbeeesabeeesbbeeesstseeessbeeensbaeeassaeeannres 41
2.2.5. TAGA” MBI ...ttt ettt ettt be e bt e te et aeesaeenaeene s 42
D 2 T B o [« €] (e 10 o O ORI 42
D T A o [« I o )|V U PPPPPPRN 43
2.2.5.3.  DESKEOP DBVICE .. uuiiiiiiiiiiiieeeiiee ettt ettt e ettt e ettt e e ette e e s tb e e e tb e e e sabaeasbbeeeasbeeesbtaeeasbaeeenbbeeeanbaeeantaeeann aenes a4
2.2.6. MANAGE” MEBINU ...t e e et e e ettt e e et e e e s atasaeeststaeeatsaseeesssaeessseaesasssseeansees 45
2.2.6.1.  System Account AdmINISTration ......ccoccuiiiiiiiiiiiiee et e e st e e et bb e e e at e e e saae s 45
2.2.6.2.  IMANQAEE USEI GrOUPS ..eeeeiieiurrrteeeeasiirteeeesssiirteeesesssusreeesssasssseesessssssseessssssssssseeesssssssseessssssssseessssnses 48
D A S TR |V [ Yo 11 AV 2= T VYo o ORI OPPPPPN 53
2.2.6. 4. STAt HEEP SEIVICE ouiiiiiiiii ittt e e st e e e e s st ae e e e s e s aatbtaeeeeessabaaeeeesssssrsaeeesnnanes 54
2.2.6.5. STOP HELP SBIVICE . uuiiiiiiiei ittt e e e s st e e e e s st a e e e e s e s satbtaeeeesssabeaeaeesasssssaaaeennn s 55
2.2.6.6.  SEESEIIAl POIt..c.iiiiiiiiiieiicientctt et s s 55
2.2.6.7.  Trap Information ManagemeENnt ........ccccuiiiiiiiiiiiiiie ettt ettt e st e et e e e e e e e sbbeeesabeeesbaeeestaeennaeeas 56
2.2.6.8.  Log INfOrmation IManagemMENT......c..ciiiiiiiiiiiecitee ettt e et e e st esite e e ste e e s tae e e eabeeesabaeeesbeeesabaaessteaensseeas 58
2.2.6.9.  SEEPOI TIME .cuuiiiiiiiietie ettt s r e bt 60
2.2.6.10. Set Poll Time for Serial POrt.....c..cocuiiiiiiiiiiiiiiccce et 61
2.2.6.11. CoNTiGUIE DEVICE AGAIESS ...veiiiiiiiiiiieieiie et ettt e ettt e et e e et e e e satee e sataeeesabeeessbaeassbeeesabeeessseasnnseeas 61
2.2.6.12. Set Raisecom-Server Communication Parameters........c.cccoviiviiniiiniiiiiiicniecnc s 63
2.2.7. “TOOI” MBI ...ttt ettt ettt sttt e bt e te st e et e saeenaeeee s 63
2.2.7.1.  “Select All” and Cancel Select All” ..ottt 64
2.2.7.2.  “Select Device Primitive” / “Cancel Select Device Primitive” ......c.cccooveeeiiieiiiieeeiieec e cereeeeaeeeeennes 65
2.2.7.3.  “Select All Connection Lines” / “Cancel Select All CONNECction LINES” ......c..eeevvuereevrvreeiivereeirireeineeeenns 66
2.2.7.4.  DefaUlt BOUNUAIY ..cccuviiiiiiieciiie ettt s e st e e st a e e e bt e e e sabaeesbbeeessbaeessbeeeaabaeaasseeensrenes 66
2.2.7.5.  “OPtiMal BOUNGAIY” ....cooiiiieciie ettt ettt e e e e s rb e e sbe e e s bae e e s abeeesabbeeeastaeeessbeessbeaeansseeasseens 67
2.2.7.6.  “Combine” and “Cancel COMDBINE” .........coiviiiiiriiiiiicicci e 67
2.2.8. “CONFIGUIE” IMIBNU ...ttt e ettt e e ettt e e ettt e e et e e e e attaseeaasaaaeaateseeasssaeeaasses 68
2.2.8.1.  Background of TopologiCal Graph......ccceiiiciiiiiiiieiiiie et e st e s ste e e s bb e e sntaeesaaaeas 69

2.2.8.2.  Size of Grid
2.2.8.3.  Metric Unit

D N S Y- 1Yot - Vo1 UL A OO PPPPPPTN 72
2.2.9. WINAOW” IMIBNU ..ottt ettt ettt s bttt ettt esaeenaeeae s 74
2.2.9.1.  Maximize TOPOIOGICAl WINUOW ....ccuviiiiiiiiiiiieciiie ettt ettt et e et e s etbe e e sbae e s ssbee e s baeesstaeesnseeas 74
2.2.9.2. Minimize TOPOIOZICAl WINUOW ....c..eiiiiuiiiiiiiieciiiee ettt ettt e e sie e st e e ebe e e sbae e s ssbee e sabaeesstaaesaseeas 74
2.2.9.3.  CaSCAUE WINUOW ....cciiiiiiiiiiiiiiiiiiteiente ettt st s b st b e bbbt b e bbb et be s s 74
2.2.9.4.  CUITENt OPEN WINGOW .....viiiiiiiiieiiiiiesiieeeeite e et eeeveeesaeeesibee e sbaeeebteeessbaeesbbeeesssaeeassseesesbeeessseaansseens 75
2.2.10.  “HEID” MENU ...ttt e e et e e et e e et e e e st s e e s e e eaatasaeetseaeessaaeasssnaans 75
2.2.10.1. HOME P ...ttt e e e e sttt e e e s e s bbb e e e e e e st baa e e e e e s sbbeaaaeesansabaaaeeesans aaeeens 75
2.2.10.2. Y SEEM REEISTOI 1 iiiiiiiei ettt s et e e e st b e e e e e s bbb e e eesesatbeaeeeeessbbaaeeeesanreraaeeeens 76
2.2.10.3. ADOUL .t b e s r e b s 76




User Manual AMXview Network Management

2.2.11. Description about Xview DeVice OPEratioNn .............c.ceeceeiueeeeseeeeiiiiiieeeseeseisieseeeseeesssiasesasesssiinns 77
2.2.11.1. (D11 (qde] ol D11 ol <L PSP TURPRP 77
CHAPTER 3 ATTENTIONS. ..o eiiitireiieneteereertectencescressessesssassesssassesssassassssssassssssasssssssssassssssnssssesassassanssns 78
3.1. COLORS ON THE TOPOLOGICAL GRAPH ...cevvttiuieeeeerettttieieeeeesessstnaaeeesssssstnnaeeesssssssssnsaesessssssssnmneseessessssnnnnns 78
3.2. CHOICE OF MODE AND LEVEL OF ALARM ..vvvtuuuieeeeerrtrunieeeeeeerersstnaeeeessssssmsnesesessssssssnnsaeseesssssssnmneseesssssssnnnnns 78
3.3. REMOTE ACCESS .uuunieeieeeetutiieseeereeessnnaeeeeeesestsneeseeessssssssnaaeesssssssssnnnsesesssssssnnseeessssssssnnnesesessssssnnnnseeesessens 78
3.4. ICONS FOR DISPLAYING REPLACED DEVICES ...ccvvvuuieeeeeieetttieieeeeereeestnniaeeeeseesstsnaaseessssssssnsesessssssssnnesesssessssns 78

l. History

Rev. Date Author(s) | Remarks
1.0 28.11.09 AZI Initial document
1.1 27.09.10 AZ| Changes after Review.




AMXview Network Management User Manual

Chapter 1 System Installation and Uninstallation

1.1. System Configure

CPU: >PM1.0G
Memory: >256M
Hard Disk: >100M

Screen Resolution: >1024*768
Network Adapter:  10M/100M
OsS: Windows98/Windows2000/WindowsXP

1.2. Install Xview System

You may run directly the installation program on the CD, i.e. click install.exe to run the install
wizard, and following dialog will appear:

InstallShield Wizard

Preparing to Install...
]

Hwiew Metwark b anager System Setup iz preparning the
Inztalls hield ‘Wizard, which will guide vou through the
progrann setup process. Pleaze wait,

Checking Operating System Yersion

(NNRNNRNRRNRANRANRNRRNRANR )

Cancel

Fig. 1-1

During this process, you may click the “Cancel” button to quit installation. Wait for the
progress bar to complete, and following dialog will pop up:
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i Xview Network Manager System - InstallShield Wizard f5__<|

Welcome to the InstallShield Wizard for Xview
Network Manager System

The InztallShield R Wizard will install Xviewe Metwork Manager
System on your computer. To continue, click Mext.

WARNING: This program is protected by copyright law and
irternational treaties.

= Back [ Mext = ] [ Cancel

Fig. 1-2

You may click the “Cancel” button to quit installation, or click “Next” button to go on, and then
following dialog will appear:

i Xview Network Manager System - InstallShield Wizard

License Agreement

Pleaze read the following license agreement carefully.

To add wour own license bexk ko this dialog, specify vour license agreement file in the Dialog
editor,

Mavigate to the User Interface view,

Select the LicensefAgreement dialog.

Choose ko edit the dialog layout,

Once in the Dialog editor, select the Menmo ScrollableText contral,
Set FileMame ko the name of vour license agreement RTF File,

bk L P

after you build your release, vour license text will be displayed in the License Agreement: dialog.

{f} | accept the terms in the license agreement

{:}I do not accept the terms in the license agreement

Inztall=hield

= Back ” Mext = ] [ Cancel

Fig. 1-3
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You may click the “Cancel” button to quit installation, or select “| accept the terms in the
license agreement” and click “Next” button to go on, and then following dialog will appear:

i@ Xview Network Manager System - InstallShield Wizard

Customer Information

Please enter your information.

=er hame:

Qrganization:

Install this application for:

@ Aryone who uses this computer (all users)

() only for me (PO

Inztall=hield

= Back ”

Mext =

J

Cancel

Fig. 1-4

In the dialog box, you may enter your information (User Name and Organization) and select
who shall this application install for, and then click “Next” button and following dialog will

appear:
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i Xview Network Manager System - InstallShield Wizard

Destination Folder

Click Mext to install to this folder, or click Change to install to a different folder.

G Inztall Hview: ketwork Manager System to:

D Program Files\MetvworkX Wiew,

Inztall=hield

= Back ]| Nest = | [ Cancel

Fig. 1-5

In the dialog box, you shall specify the install folder, and then click “Next” button and following
dialog will appear:

i Xview Network Manager System - InstallShield Wizard

Ready to Install the Program

The wizard is ready to begin installation.

It wou want to reviesy or change any of your installation settings, click Back. Click Cancel to
exit the wizard,

Current Settingz:

Setup Type:
Typical

Destination Folder:
D:'Program Files\Metworkxiesa,

Uzer Information:

Matme:
COmpanty:
InstallShield
= Back ” Install ] [ Cancel
Fig. 1-6
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You may click “Cancel” button to quit installation, or click “Back” button to return to the
previous dialog, or click “Install” button to go on installing and following dialog will appear:

i@ Xview Network Manager System - InstallShield Wizard Z||:,[$__(|

"‘

Installing Xview Network Manager System

The program festures you selected are heing installed.

Pleaze wait while the InstallShield Wizard installs Xview Network Manager
System. Thiz may take zeveral minutes.

Status:

Unregistering modules

(RNNRNNR NN NANN RN RANRRN R RANRRAE )

Inztall=hield

Fig. 1-7

You may click “Cancel” button to quit installation. Waiting for the progress bar to complete and
following dialog shall pop up:

i Xview Network Manager System - InstallShield Wizard rz|

InstallShield Wizard Completed

The InztallShield Wizard has successtully installed Xvieww
Metwork Manager System. Click Finish to exit the wizard.
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Fig. 1-8

Click “Finish” button and the installation completes.

1.3. Uninstall Xview System

Run “Uninstall NetworkXView”, the following dialog will appear.

Windows Installer X

Are you sure you want to uninstall this product?

Fig. 1-9

Single click “Yes” and following dialog will appear:

Xyiew Network Manager System

AL Pleaze wait while Windows configures Ryview Netwark Manager
I‘a‘-" System

[3 athering required infarmation. .

T ]

Fig. 1-10

Wait for Uninstall to complete.
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Chapter 2 System Help

2.1. mySQL

2.1.1. Install Database

Click “Install Database” in the menu to install the database, i.e. “Start” —”All Programs”—”
NetworkXView” —"install Database”, and following dialog will appear:

1 WinMySOLadmin Quick Setup X

by
p N

Create the my.ini file with default values and the uzer below. Recommended to novice uzer.

Uszer name Paszword
I |
WinMySQLadmin Ver 1.4 (F)  cone oK
Fig. 2-1-1

The user name and password needed here are all “root”. Enter them and click “OK”, then the
database is installed.

2.1.2. Init Database

Click “Init Database” in the menu to initialize the database, i.e. “Start” —"All Programs”—”
NetworkXView” —”Init Database”.
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2.2. Useonthe Fly

2.2.1. System Brief Introduction

2.2.1.1. System Login

Run “Xview” (i.e.: “Start” —"All Programs”—” NetworkXView” —”"NetworkXView”) to start the
system, following login screen will appear:

Ml Please Select Interface Langu... |:||§||E|

[English (United States)

[ ok J [ Cancel ]

Fig. 2-2-1-1

Click “ok” and following dialog will appear:

@ The program has not been registered. Please contact us ifyou have no seriel number.

Please click (Ck) to continue to login, or (Cancel) to exit.

[ Ol ] [ Cancel ]

i o% l

Fig. 2-2-1-2

Click “ok” to continue,
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If database has not been installed, the following dialog will pop up:

——

e T TS |-

74
Fig. 2-2-1-3

The setup will not be continued, so you may install the database first (see chapter 2.1).

If database has been installed, the following dialog will pop up:

Llzer Mame: admin

Fasswiord:

| okio] || cancelic] |

IR =

h

.

Fig. 2-2-1-4

Enter correct user name and password in the dialog (initial user name is “admin”, with blank
password), then click “OK” to login. If the user name or the password is incorrect, the
following dialog will pop up:
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Network Management XView V7.2

e Wrang username or passward! Please re-enter or contact the system administratarl

Fig. 2-2.1-5

Click “OK” to return to the preview dialog to login; after three false inputs, the system will be
terminated. If you want to login, you shall run the program again.

2.2.1.2. Interface

The main window is as follows:

L —— (=1
_!IL-F| Ecrl[E] Wiew Irad[] Marage W) Tools[T] Configem (G Windows (%] Hep H]

|,gman oty W an@eirdapEeerErEas
=i DesiceTree Tl Crte L - L]

Booo B o B g ot 4 @ Ex

[T mealmnpl ! HBI

Diada Tirn Objacl From Infamatan

i1

| Trap alamm Igﬁllm IcIE & sassian | Ramoe acho

[r ol 1 Compenest feam ciud o

Fig. 2-2-1-6

On top is the Menu Bar as indicated in 2-2-1-7, including: File, Edit, View, Add, Manage, Tool,
Configure, Window, and Help.

The letters inside “["following each menu are combined shortcut keys, such as “Alt+F” is the
shortcut key for File Menu.

File [F] Edit[E] “iew]] Mew([] Manage[M] Tools[T] Configure[S] Windows M) Help [H]
Fig 2-2-1-7

The largest window on the right is the window of topological graph, as in the following

-10 -
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example:

“zNetwork Management XYiew ¥7.0 o [m] ]
File [F] Edit[E] ViewM] Mew[l] ManageM] Tools[M ConfigurelC] Windows W] Help [H]

|# @ 2 ¢ ke vhBaniislfapndyrdesasahk

=M DeviceTree

SR Cormimion
Remate name:

- ,
REEPMRN = 11101E 13T e

wH e PERBEESEY 0@ |
LRV - R P A =Y

J Resource List E MB

Date Time Ohject

- Type Source Information

" Trap alarm | Syster log | Hitp Conversation | Remote Respanse ]|

1 Primitives 1 1 Components ICnm cmsedlmﬂ%
iflstart| | 7 & =3 H (3] My Pictures | YElanZ000+-+ | $7]untitled - Pint | B tview 7.0_1207(. | B Instal Database "m J BT zzem
Fig. 2-2-1-8

The topological windows are respectively the four branches of
1: Nmsc485,
2: Other Groups,
3: Agent and
4: Nms485 and their own device tree topological graphs.

On left side of the main window is wizard region, including list of resources and data of MIB as
indicated in Fig. 2-2-1-9:

-1 -
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] SHMPw2-SMI “
= [ ]ise
B o
= [ ded
= _I internet
# directory
[l mgnt
# experimental
= ;]private
= ] enterprizes
= _]mer
2 Ccos
& [ C04_Entry
# [D4_sddve=s
# CD4_port
# [04_portmode
# [04_bytel
# C04_bytel
@ Ccoes
@ [ co4se?
@ [ cosc
@ [Cci1ec
@ C]eoic =
@B ) msens
@ [ ] msc4ss
= C]voic
@ [ couEt
@ [ AGERT
@ [ ] x2000
B Cucvie =
| [] Resource listing | ﬂ NIE |

Fig. 2-2-1-9

The above figure shows the window of tree structure for MIB and in this window related
information loaded in MIB can be viewed. For example, Device C04 has 6 nodes as
C04_address, C04_port, CO4_protmode, C04_byte 1, and C04_byte2. Single click each to
view its description. For detailed operation, refer to File Menu in 2.2.2.

-12 -
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= Z¥ DewiceTree
= [ Commaon
=1 [ "Agent narme_192 166010
= *Hm=C485
“c0452_34Remal
“e0452_3ERemaly
w010
= [0 "Agentname_192 1EE.D.1 DE
1B _8
el | >
| | Resource Iisljngl E MIE
Fig. 2-2-1-10

The above figure shows the window of resource list. It lists all the devices for network
management in a tree form.

There are three types of devices mainly:

- desktop devices (refer to 2.2.11 for details),
- 5U plug-in devices and

- 6U plug-in devices.

Remark: arcutronix GmbH does only offer desktop devices. The 5U- and 6U-plug-in
devices are not supported.

Horizontal medium-sized rectangular icon represents desktop agent (agent 1.0/3.0), indicated

with letter D. The left side of the D icon is the local end (L), its right side is the remote end (R),
and the traverse line in the middle indicates self.
As indicated in Figure 2-2-1-11.

LT : AN

A B C D
Fig. 2-2-1-11

Each component of the icons are in four colors: Red, Green, Gray, and , where Red
indicates Device Alarm, Green represents Normal, Gray means Offline, and Yellow stands for

-13-



User Manual AMXview Network Management

Just Added/Waiting for System to Update. A has 27 kinds of different effective combinations
and B has 4 kinds of different combinations. Examples are cited in Figure 2-2-1-12:

=Ml Devicelree

=] @Enmrﬁm Harmkwrg
= ﬂﬂﬁ*wenrlv_m. 10.0. 101 Red Red
B ¥rIC1020C_0 Gray

- P %TIC1020C 2
DD # pgertII_10. 10. 0. 116 \

B %G01C_8
— B xc08c 3
=P *limsC485_1 /
— ' wGoic 0
A *Go1C_4
— B snie 7
= Cornman Hannower

EH= *agentIII_10. 10.0. 102
@ *elb_15 Red — /

= % orpman Berlin j
E-=h wagentT 10,100, 103 Fed Gray
SHIIP *HmsC485 15

B %elfe_3

B wGo1C 10
Common Bretten /

Eed __—
E-I # agentTI_10. 10. 0. 114

L A w,:_.rl_!.-._ﬂ
I':" prray - e
bl 1L
S T g T e -

- Common rlmnil:h
{=—] # agent] 192 168.0.119
Gray

= % agent[IT_192. 168. 10. 18

[ *+ agentIT_192. 168, 100. 212

I #agent I¥_10. 10. 10. 111

Green Fed

Fed

T Green 7
| Resource Iisljngl 2 me I Green Green

Fig. 2-2-1-12

From the above figure, there are altogether 5 device groups Hamburg, Hannover, Berlin,
Hannover, and Munich. Take “Hamburg” and “Hannover” as examples.

Under “Hamburg” Device Group there are Agents *Agent IV_10.10.0.101 and *Agent
11_10.101.0.116", where the Integration Frame *Nmsc485 is mounted under the “Agent
1I_10.101.0.116". The combination of these three items is all in the status of self, local alarm,
and remote offline. The devices mounted underneath are all local alarm and remote offline.
The Device Group “Hannover” refers to desktop agent “Agent 11110.101.0.102” and its
combination is in self normal, local and remote alarm status. Device *c16_15 is mounted
underneath, and the combination is in a local alarm and remote offline status.

Left-click to choose node, or right-click to show the menu and operate accordingly. The
pop-up menu is as follows:
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2. Show all map
B nzertanent Ctrl+Shift+A

@ Edit and view properies

& Setwarning condition

T Batch setwarning conditioni
' warming stat

AU Celete node

@ Delete all nodes

$§3 Refresh equipment list Citl+R
E4y Reftesh agent

B Setternperature limit

Fig. 2-2-1-13

1. Display the device topological graph:

Perform this operation and the network topological graph of the selected device will be shown
in the main window, the topological graph is displayed in single layer, and operations such as
selection of topological graphs and even boundary points can be performed in the Tool Menu,
refer to 2.2.7 Tool Menu for details and it is shown as in Figure 2-2-1-14;

“ o DeviceTrae

Fig. 2.2-1-14

2. Add a Proxy

If the chosen target is the name of an area group, under the circumstance of having enough
privilege, the “Add a proxy” item shall become black (indicating accessibility) and thus you
may add a proxy by clicking “Add a proxy” icon, and following dialog shall pop up:

After login as Admin or authorized by Admin as an account for adding a proxy, adding a proxy
can be operated. Click “Add A Proxy”, the system will pop up the following dialog:
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Agent properties x|

Anent informatian

Froperies Wallue |

woent name
woent name

Ok [0 Cancel []

Fig. 2-2-1-15

Operation: Enter the IP address, name, and description of SNMP proxy (shown in the figure),
click “Ok”, and the proxy of “Telecom Site No. 1” is added; meanwhile, the content in the
resource list will be refreshed, and you may find a newly-added proxy in the list.

3. View or Edit Properties:

Under the circumstances that there is accessibility and this item is effective, here you may
view or edit relevant properties of device nodes, proxies, and area groups. You may also
double click the mouse for this item and under the circumstances that there is accessibility
and this item is effective, you can view or edit relevant properties of device nodes, proxies,
and area groups.

The descriptions and names of area groups can be modified; and the descriptions, names
and proxy IP addresses of SNMP proxies can be modified; while the descriptions, the local
names, the remote names, IP addresses, alarm settings, and other attributes of the ordinary
plug-in card devices and desktop devices can be modified.

Refer to “View and Edit Properties” in “Edit” for its operation process.

4. Set Alarm Conditions for this Device:

Here you may view or modify the setting of device alarms. Refer to the operation of “View
device alarms” in the “Edit” menu for detailed information.

5. Batch Process Alarm Conditions:

Here you may set or modify alarm status of devices in batches. Click “Batch process of alarm
conditions” and following dialog will pop up:
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Alarm Bame I Alarm Type I

Local Light port E...

Frompting alarm

F

Local Light port E...

Prompting alarm

Local light missi...

Prompting alarm

Local light loss s...

Prompting alarm

Femote global al...

Prompting alarm

Local global alarm

Prompting alarm

Femote Light por...

Frompting alarm

Femaote Light por...

Prompting alarm

Remaote light los..

Prampting alarm

Femote light mis...

Prompting alarm

Local port1 E1 al...

Prompting alarm

Local part 2 E1

_|Prampting alarm

Local port 3 E1

..|Prompting alarm

Local part 4 E1

..|Prampting alarm

~Set Singleness Mode Of Alarm Distinction

X

 Alarm Level

2

INntas alarm

—Set Singleness Type Mode Of Alarm Distinction

RS GO0R

[

¥ Salact Device Type:

Local part 5 E1

-|Prampting alarm

Local port 6 E1

..|Prampting alarm

Local port 7 E1

..|Prampting alarm

Local port 8 E1

..|Prompting alarm

Local pot 9 E1 al...

Prompting alarm

SlLocal port10E1 .

Prompting alarm

"Lacal port11 E1 ...

Frompting alarm

Local pot12 E1 ..

Prompting alarm

Local pot13 E1 .

Prampting alarm

| mral nnt 14 E4

Prormntine alarm

¥ Setup In existence Device Of Alarm Distinction

v default setting Mews Device Of Alarm Distinctior

Cancel [Z]

O [ I

Fig. 2-2-1-16

There are two modes to be selected here:

1) Setting alarm level for device under single node; This option is used for setting alarm
levels for multiple devices;
2). Setting alarm level for single type device.

This option is used for setting alarm levels for a single type of device. This option has at the
same time two sub-options: setting of alarm level for existing device and setting alarm level
for a new device, the former meaning the setting is only effective to the existing device, while
invalid to the newly added type of device, while the latter indicating the setting is valid to the
newly added devices of the same type. If both are chosen, then the setting will be valid to all
the devices of this type, while if both are not chosen, then this item will be invalid.

There are five alarm levels, i.e.: Treated as no alarm: No action; Hinting alarm: Show
information in the alarm column; General alarm: Show information in the alarm column, and
save the content of the alarm in database; Serious alarm: Show information in the alarm
column, save the content of the alarm in database, and show the device with serious alarm in
red in the topological graph.

Click “Ok” button after having selected alarm level; the system will set the alarm property of
the device selected and its sub-devices as the level you select.

Click “Cancel” button to return to the main window without any modification.

6. Delete current device node:
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Here you may delete selected devices and their sub-devices. Refer to the operation of
“Delete current device node” in the “Edit” menu for detailed information.

7. Delete all device nodes:

Here you may delete all device nodes. Refer to the operation of “Delete all device nodes” in
the “Edit” menu for detailed information.

8. Refresh Device List:

To re-inspect all connected devices and device nodes set before, and then refresh the
resource list.

9. Refresh this proxy:
To re-inspect the properties and connection status of selected proxies.
10. Set temperature threshold:

To set the range of normal temperature of NmsC485 while running. Click “Set temperature
threshold” to pop up following dialog:

nput x|

@ set NmsC485 ternperate limit
valid formatimizm s

|10.0/40.0

0] Cancel

Fig. 2-2-1-17

Enter an appropriate range of temperature in the dialog (in the format as illustrated, default:
10.0/40.0). Click “Yes” to save the setting, or click “Cancel” to return to the main window
without any modification.

The inspection area is at the bottom of the main window, as follows:

When right single-click the mouse to add a new device group and perform “View and Edit
Properties”, the following window will pop up as in Fig. 2-2-1-18.
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%41 Group properties x|
Device Property | Current Yalue |

Qroup name FoevGEraup
group describle Group desc

Ok [] Cancel [C]

Fig. 2-2-1-18

Single click Distribute Device, the following window pops up as in Fig. 2-2-1-19:
view x|

Devices 1. In-Group ..

Kl | 2
Ok | Ca |
Fig. 2-2-1-19
Select Proxy, [ »2 in the middle part of the window turns black (accessibility). Single

click it to add the proxy “Shanghai Telecom” and it's under mounted device into the newly
added device group.
In the same principle, this process is reversible. Select “Beijing Telecom” in the right,

4 in the middle part will turn black, namely to return the assigned proxy and it's
under mounted device to the original device group.
The inspection area is at the bottom of the main window, as indicated in Fig. 2-2-1-20:

-19 -



User Manual AMXview Network Management

- Type Date Time Object From Infarmation
u |Minor 2004/061 4 16:43:21:722 *16E1-C_3 192.168.0.101 Remote part 16 alarm il
u |Minor 20047061 4 16:43:21:712 "1BE1-C_9 192.168.0.101 Remote part 15 alarm
u |Minor 2004/061 4 16:43:21:702 *16E1-C_3 192.168.0.101 Remote part 14 alarm
u |Minor 20047061 4 16:43:21:692 "1BE1-C_9 192.168.0.101 Remote part 13 alarm
u |Minor 2004/061 4 16:43:21:682 *16E1-C_3 192.168.0.101 Remote part 12 alarm j
Trap alarm | Svstem IUg] Hitp sessiun] Remote echo
Fig. 2-2-1-20

Here you may inspect Trap alarm information, system log, connection status of http session,
response status during remote management, and debug information of the program.

1. Trap Alarm
Single click “Trap Alarm” to show the above window. And the Trap Alarm item is heaved

whereby to view the Trap alarm information. Can also double click” Trap Alarm”, to show the
following window:

- Type Date Tirme Object Source Infarmation
2006/06/27  [10:46:44:875  |Remaote name 127.001.1.36.1.41.2066018.0.0.01 Device Offline
2006/06/27  [10:46:44:855  |Remate name 127.001.1.36.1.41.2066017.00.00 Device Offline

Fig. 2-2-1-21

2. System Log

Single click “System Log” and this item is heaved, to show the following window:

- Type Date Time (Operatar Infarmation
» |Add Mode 2005/12/08 14:27.00:187 i Manually Add Management Device.Remaote name:
» [Alarm Manage 20081 2i08 14:25:23:109 i Eatch Process Alarm Condition

» Add Mode 2005/12i08 14:24:65:453 Adding Device Successiul"DevGraup

» (Alarm Manage 2005/12i08 14:22:42:18 Batch Process Alarm Condition

W |LoginiExit 20045/12/08 14:20:05:250 i Login success

Trap alarm  Systern log | Hitp Canversation | Remote Response |

Fig. 2-2-1-22

Thus the system log can be viewed. The above figure shows the log records for device
operation and alarm management.

3. Hittp Session

Single click “Http Session’ and this item will be heaved to show the following window:

-20-



AMXview Network Management User Manual

Type Infarrnation
HTTPServer runhing on port 80

Trap alarm | Systern 100 Hitp Comversation | Rernote Response

Fig. 2-2-1-23

There is no display of information as Http service has not yet been started. After Http service
is launched in the management menu, the following window appears as follows:

Type Information
HTTPServer running on port S0

Trap alarm | Systern 100 Hitp Comversation | Rernote Response

Fig. 2-2-1-24

It can now be seen that this machine has been started as a server. After conditions in the
attentions are satisfied, remote company can now login.

The accessibilities to local end and remote end are the same, i.e. if the current local end is
logged in as an Admin, the remote end is also accessible as an Admin. Likely, if current local
end is logged in as an ordinary account, remote end is also accessible with an ordinary
account.

Attention: It is not allowed for both ends to login at the same time.

4. Remote Response

Single click “Remote Response and this item is heaved, to show the following window:

Date Time IP address Information

Trap alarm | System log| Hitn Corversation  Rermote Response ]

Fig. 2-2-1-25

There is no output of information in the window as no user has logged in from the remote end.
After a remote login, the following window appears:

=21 -



User Manual AMXview Network Management

Date Time IP address

Information

Trap alarm | System log| Hitn Conversation Remate Response |

Fig. 2-2-1-26

You can see now user with IP of 192.168.0.18 has successfully logged in the system.
Operation information such as the access right of the remote computer can be viewed in this
window besides login information.

Among the four items of “Trap Alarm”, “System Log”, “Http Session”, and “Remote Response”,
only “Trap Alarm” can be double clicked to view the alarm prompt window. However, “System
Log”, “Http Session”, and “Remote Response” can be right clicked to show the clear output
menu and the output information can be cleared when it is singled clicked.

Besides, there are a series of shortcut icons on the main interface as shown in Fig. 2-2-1-27:

& i e yhEAn@AFEQAFRATE L2280 R
Fig. 2-2-1-27

Mouse can be moved to them to view functions of each icon.
Fig. 2-2-1-27 shows the shortcut icons to be operated in Add Menu.

Take the “ : ”icon in the following figure as an example, you can see there are totally four

such icons, representing agent 1.0, agent 2.0, agent 3.0, and agent 4.0, respectively, of which
agent 1.0 is desktop agent, agent 2.0 is card agent, agent 3.0 is the upgrade version of agent
1.0, and agent 4.0 is the upgrade version of agent 2.0.
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LI
o W W E}I

vt de BB £ B 4 4

Fig. 2-2-1.28

Attention: agent 2.0 is 6U typed, agent 4.0 is 5U typed, and agent 2.0 cannot be directly
used for 5U plug-in devices, but can be under mounted with NMST485, and further be
connected into 5U plug-in device from NMST485 to be connected in series parallel.
Similarly, agent 4.0 cannot be directly connected to 6U plug-in card device, but can be
under mounted with NMSC485 and further connected from NMSC485 into 6U plug-in
device for connection in series parallel.

agent 2.0
[
NMST485/ NMSC485
[
NMST485/ NMSC485
[

5U Plug-in Card Device 6U Plug-in Card Device

Fig. 2-2-1-29

Remark: arcutronix GmbH does only offer desktop devices. The 5U- and 6U-plug-in
devices are not supported.

2.2.2. “File” Menu

“File” menu is as follows:
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| File [F]

= Export data [B]
il Import Data [R]
data backup

ﬁ Clear database alarm repart

ﬁ Clear database event log

Load MIE

4% Login remate SNMP Manager

% Switch local management Alt+5
&% Lo (L] Alt+L
4 Logaut [0] Alt+O
|=_=|lﬁ FPage format

&5 Print network diagrarm

K Quit @] Alt+)

Fig. 2-2-2-1

2.2.2.1. Data Export

Current information of device nodes in the system is exported here. Its function is to backup
the information of device nodes in the system. On the “File” menu, click “Data export”, i.e.:
“File” —”Data export”, and following dialog will appear:

Cmead £
Look in: |D bak ;I l‘j‘

Ask choice to want to lead the contents of

[ user information [¥ TooMany type
[ TooMany information ¥ alarm information
[+ log information [~ Al customer data

[~ The system circulates the daily recard

File narme: || Lear

Files of type: INelwurk Management Xview 47.0 Backup Files(*top) ﬂ Cancel

Fig. 2-2-2-2

Choose the path for saving in the dialog, enter the name of backup file, and click “save”. If the
file has already existed, new information of the node will be saved in the file. If the file doesn’t

exist, then following dialog will pop up:

XView Metwork Management : |

—

I'\?) Mo such file, do you want to creale a new file? -
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Click “Yes” and Export (Backup) of node information completes.

2.2.2.2. Data Import

To import backup data of device nodes to the system is called data recover (data import),
execute “Data import”, i.e. “File” —”Data import”, and following dialog will appear:

e E
Laokin: |0 bak = Ei"
[~ The contents that ask choice towant to ductinto
¥ user information ¥ TooMany type
¥ TooMany information ¥ alarm information
¥ log information [~ All customer data
[ The system circulates the daily recard
File name: || Ducting
Files of type: |Netw0rk Management Xyiew ¥7.0 Backup Files(* top) LI Cancel
Fig. 2-2-2-4

Operation: Choose the path where the backup file is located (as the path in the figure: my
document), choose the name of the backup file in the column of file name, click “Open” button.
The system will import your backup file into the current system and refresh the resource list of
the system.

2.2.2.3. Delete Alarm Data in Database

This function enables managers with enough privilege to manage data in the current
database, namely to delete all or part of alarm data. On the “File” menu, click “delete alarm
data in the database”, (i.e. “File” —"delete alarm data in the database”); device alarm data in
the database will be deleted after confirmation. Data cannot be recovered once it has been
deleted, so this operation shall be taken with scrutiny. Following dialog will appear while
running:

delete warning data x|

start tirme s mm-dod)

end timednas-mm-do

ik delete all cancel

Fig. 2-2-2-5
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Operation: Enter in the dialog the date span for the data to be deleted, input format shall be
like yyyy-mm—dd, as (2010-1-21); click “Yes” and following dialog will appear:
%¥iew Network Management x|

@ confirm to delete trap info?

Fig 2-2-2-6

Click “Yes” and the system will delete all alarm data in the date span; click “No” and the
system will not delete any data but return to the main window. If you want to delete all alarm
data, click “Delete all”, and following dialog will pop up:

@ Are you sure o delete 2l alarm reported?

Fig. 2-2-2-7

Operations here are the same as deleting part of alarm data.

2.2.2.4. Delete Log in the Database

As operation above, this function enables managers with enough privilege to manage data of
current database, i.e. delete all or part of log. On the “File” menu, click “Delete log in the
database” (i.e. “File” —”Delete log in the database”), all log shall be deleted after confirmation.
Data cannot be recovered once it has been deleted, so this operation shall be taken with
scrutiny. Following dialog will appear while running:

delete log data |

start timednnn-mim-dd)

end timednas-mm-dd)

] 5 delete all Cancel

Fig. 2-2-2-8

Operation: Enter in the dialog the date span for the data to be deleted, input format shall be
like yyyy-mm—dd, as (2010-1-21); click “Ok” and following dialog will pop up:
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X¥iew Network Managemenk _ 5[

@ confirm to delete user log info?

Click “Yes” and the system will delete all alarm data in the date span; click “No” and the
system will not delete any data but return to the main window. If you want to delete all logs,
click “Delete all”, and following dialog will pop up:

K¥iew Metwork Management i X

@ Are ol sure fo delete all event logs?

Fig. 2-2-2-10

The operation here is the same as deleting part of log.

2.2.2.5. Load MIB

MIB refers to MIB information of system device, i.e. OID of devices. On the “File” menu, click
“Load MIB” (i.e. “File” —"Load MIB”), following dialog will appear while running:

Lookin: |1 mib =] I'fF
AISAL ik

Rfc1155-smi.mib
RFC1213.MIB
RFC1593.MIB
B SMMPy2-MIE.mib
SNMPy2-SMImib
top.mik
topone.mib

toponet1.rmib

|SMMPY2-MIB.mib

File name: Qpen |

Files of type:

*.mib v Cancel |

Fig. 2-2-2-11

Operation: choose path of MIB file to be loaded in the dialog (as the path in the figure: MIB),
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choose MIB file name in the file name column, click “Open” button. The system will load MIB
file information into current system, meanwhile refresh Tianyuan MIB information list in the
system, and display MIB structure information in the “Tianyuan MIB” column. As shown in the
following figure:

S I "
=) CO4_Entry B
L 04 address
- CO4_port
~-# C04_portmode
o CO4_frytet
L CD4_yte?2

-] 048

-] C0452

-] COSC

=) COBC_Entry

------ # CO08C_address

------ & C0AC_bytet

------ & COAC_byte?

------ & C0AC_byted

------ & COAC_byted

------ & C0AC_bytes

------ & C0AC_bytek

------ & C0AC_byte?

------ & C0AC_byted

-] C1BC

E-[ ) G01C

-] GO1C_Entry

I'£|_| MMS485

_| MMSC485

V0N

-] caunt

------ # security hd
Kl >

| Resource listing & mig |

Fig. 2-2-2-12

Click one node to show relevant MIB property.

2.2.2.6. Remote Access to Manager

Remote access of manager is to login remote computer which runs this program through IP
address from local computer for remote inspection. Execute “Remote access to manager”
(i.e. “File” —”"Remote access of manager”), and following dialog will appear:
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Y= Remote login management ﬂ

Femaote IP address |

LIzer hamme |

Fassward |

okel | cancel[c)

Fig. 2-2-2-13

If remote end has started Http service and no firewall is opened, enter in the dialog the correct
IP address of the computer you want to login (like: 192.168.0.1), username and password
(username and password of remote manager), to connect to remote Manager for remote
management.

This function is used for device management on WAN.

2.2.2.7. Switch to Local Management

This function is used with remote login. While you are connecting to remote computer for
remote management, “switch to local management” will become black (indicating
accessibility), and you may click “Switch to local management” to switch back to manage
local devices. Operation: “File” —”Switch to local management”, or click the “Switch to local
management” icon in the main window to manage local devices.

2.2.2.8. Login

After you have canceled login, “Login” will become black (indicating accessibility). You shall
first login before performing any management. On the “File” menu, click “Login”, i.e.
“File”—"Login”, or click the relevant “Login” icon in the main window. Following dialog as
indicated in Fig. 2-2-2-14 will appear after you have performed this operation:

Login title
LIser narme |
Passward |
Qk [D] Cancel [C]
Fig. 2-2-2-14

Operation: Enter in the dialog username and password and click “Ok”, the system will login to
the main window. If the username or password is incorrect, following dialog will appear:
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Z¥iew Network Management il

Q Wrand username ar passwiordl Plezse re-enter or contact the system administratarl

Fig. 2-2-2-15

Click “Ok” to return to login dialog. After three false inputs, the system will be terminated. You
shall run the program again to continue.

2.2.2.9. Cancel Login

To cancel login is to logout the current user. Execute “Cancel Login” (“File”—"Cancel Login”,
or click relevant “cancel login” icon in the main window) to logout current user. Then any
operation of devices cannot be performed, but the system still has not quitted after logout.

2.2.2.10. Page Setting

Page Setting is to set the system for printing the page. Execute “Page Setting” (“File”—"Page
Setting”), on the “File” Menu, click “Page Setting” and following dialog will pop up:

— Paper

Size: ILetter j

Source: I.f-‘«utamaticall_l,l Select j

— Orientation arging [inches]

&+ Portrait Left: I'I Right: I'I
" Landscape Top: |1 Bottom: |1

0K I Cancel | Printer... |

Fig. 2-2-2-16

Enter into the dialog items to be set and click “Ok”.
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2.2.2.11. Print Topological Graph

To print currently opened topological graph of devices, execute “Print Topological Graph”.
Operation: "File” —“Print Topological Graph”, on the “File” menu, click “Print Topological
Graph” and following dialog will pop up:

Prnt 2l

— Printer

M ame: AGFA-ACcouSet w23 Froperties... |

Status: Ready
Type: AGFA-ACcouSet wB2 3
‘where:  LPT1:

Comment; [ Print ta file

— Print range Copies

Lol Mumber of copies: |1 3:
('“ Pages  from: |1 b ISSSS

! Selection I Callate
’TI Cancel

Fig. 2-2-2-17

Choose correct printer and click “Ok”.

2.2.2.12. EXxit System

You may perform this operation if you want to exit the system. On the “File” menu, click “Exit
the system”, and following dialog will appear:

Prompt x|

@ [f Confirm to Exit System or Mot?
A ND |

Fig. 2-2-2-18

Click “Yes”.

2.2.3. “Edit” Menu

“Edit” menu is as follows:
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E Yieny and Edit properties
v Set Device larm condition

@ Refresh Device List Cirl+R
%% Search Agent Cirl+Shift+R
¢ Search Serial Port Device

# U Cirl+F
& Fedo CHrl+y

g Delete node
3 Delete All Nodes

2.2.3.1. View and Ed

Fig. 2-2-3-1

it Properties

To view or edit properties is to view or edit the properties of device node or proxies. Operation:
choose in the resource list the device node or proxies whose property you want to view or edit.

You may execute this command if you
Properties”)

have sufficient privilege. (“Edit” —"View or Edit

For example, choose one proxy and the window is as follows:

Agent description

|
Information |
Device Property | Current Value |
Agent IP address 192 168.0101
Adent natme TAdent |

Aoent |

Anent description
Aoent description

Ok [2] Cancel []

Fig. 2-2-3-2

In the basic information column, you may edit property value for the device. To cancel current
modification, just click “cancel” button; to confirm current modification, click “Ok” button.
Meanwhile the system will return to the main window.
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2.2.3.2. Device Alarm Condition

According to the privilege level of its alarm, the device alarm conditions may be divided into 4
categories, that is: Treated as no alarm, hinting alarm, general alarm and serious alarm.
Setting device alarm conditions: in the resource list choose the device node or proxy you
want to set, as in the case of msc485, execute the command in the menu (“Edit"—"View
Device Alarm”) if you have sufficient privilege; or choose in the resource list the device node
or proxy you want to set with mouse and then right-click on the item. On the pop-up menu
click “Device Alarm Conditions”. Following window as in Fig. 2-2-3-3 will appear while
running:

x|
Alarm Mame I Alarm Type
FPolling Daughter Board Status [Prompting alarm -

Connecting Status of Contral . [Prompting alarm
Power supply status 1(PAT) Frompting alarm
Power supply status 2(PAZ Frompting alarm
Remaote global alarmiEA) Frompting alarm
Local global alarmi{Lo&) Frompting alarm
Remaote Telephone StatusiR... [Prompting alarm
Temperature Frompting alarm
Yoltane Frompting alarm

Local Daughter Board 1 Warn...

Frompting alarm

Local Daughter Board 2 Warn...

Frompting alarm

Local Daughter Board 3 Warn...

Frompting alarm

Local Daughter Board 4 Warn...

Frompting alarm

Local Daughter Board & Warn...

Frompting alarm

Local Daughter Board 6 Warn...

Frompting alarm

Local Daughter Board 7 Warn...

Frompting alarm

Local Daughter Board 8 Warn...

Frompting alarm

Local Daughter Board 9 Warn...

Frompting alarm

Local Daughter Board 10 War...

Frompting alarm

Local Daughter Board 11 War..

Frompting alarm

Local Daughter Board 12 War..

Frompting alarm

Local Daughter Board 13 War..

Frompting alarm

Local Daughter Board 14 War..

Frompting alarm

Local Daunhter Board 15 WWar...

Fromnting alarm

=

Ok [C]

Cancel [Z] |

Fig. 2-2-3-3

Herein, the value of every property of alarm may have four choices:

1. Hinting Alarm: While receiving Trap information, display relevant information in the Trap
Column on the Inspection Panel.

2. Secondary Alarm: While receiving Trap information, display relevant information in the
Trap Column on the Inspection Panel, and besides, save the information into database.

3. Important Alarm: While receiving Trap information, display relevant information in the
Trap Column on the Inspection Panel, and besides save the information into database.

4. Urgent Alarm: While receiving Trap information, display relevant information in the Trap
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Column on the Inspection Panel, save the information into database, and email the alarm to
the system users for them to edit value of alarm property, to cancel the current modification by
clicking “Cancel” button, and to accept current modification by clicking “Ok” button. The
system will return to the main window at the same time..

If the alarm types set for the devices are the same, you may choose “Batch process of alarm
conditions” to perform those operations rapidly. Operation: click the device node or proxy in
the resource list, right-click on the item, on the pop-up menu click “Batch process of alarm
conditions”, and in the pop-up dialog choose the type and click “Ok”.

2.2.3.3. Refresh Device List

In the resource list choose the device node or proxy you want to refresh, execute the
command on the menu (“Edit” —”"Refresh Device List”) if you have sufficient privilege; or you
may choose the device node or proxy you want to refresh in the resource list and right-click
on the item, then click “Refresh Device List” on the pop-up menu. In execution the system
shall search automatically devices from SNMP proxy and then display in the resource list for
user to perform operations according to the device tree.

2.2.3.4. Search Proxy

To search Proxy is to search proxy within the specified range of IP addresses to determine
whether proxies exist or not. Operation: “Edit” — "Search Proxy”, or click on the relevant icon
on the main window. Following dialog will appear while running:

“= Network Management XYiew ¥7.0 El

Flease Input Searching Range:

" Address Segment

Staring Address 1921682 .
Ending Address 192.168.2 .
Search | Stop | Hidden Return[3]
Fig. 2-2-3-4

There are two options in the dialog box: 1. Single IP, and 2. Address Field. Select of the
former can only modify the initial address, while selection of the latter is to modify both initial
address and terminal address. Enter a search range of IP address in the dialog and click “Ok”,
the system will enter search process. The following window will appear:
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¥z Network Management X¥iew ¥7.0 El

~Flease Input Searching Range:
¥ Singleness IP " Address Segment
Starting Address 1Y THE W TIHH
Ending Address TYL THHE
O
Search | Hidden Return[G]
Fig. 2-2-3-5

The proxy system has found will be automatically added into “Other Group” in the resource
list at the same time.

xview x|

Fumber of Agent Found in This Metwork Segme...

Fig. 2-2-3-6

Note: While searching as per address, it is required for the fields of initial address and
the fields for the terminal address to be the same, i.e. the addresses for the first three
fields are the same and the initial address shall be smaller than the terminal address
for the fourth fields.

2.2.3.5. Search Serial Devices

To search serial-port devices is for system to search devices of specified types within the
appointed address range. Operation: “Edit” — “Search Serial Device” — Select Device Type
and Address Range — Click Search.
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*= Search Serial Port Device x|

Please Select Type.Also Input Address[Example *3°]
Or With'-‘companrt Of Address Confine[Example "5-12):

Device Type M5 1 G000
Address Range IIII-15

Search | Stop | Hidden |

Fig. 2-2-3-7

Note: Open serial port prior to searching serial devices.

2.2.3.6. Cancel Topological Graph Operation

To cancel topological graph operation is: When you have any operation on the topological
graph, the system will record them, and these operations can be cancelled by executing this
command. Operation: “Edit” —”"Cancel Topological Graph Operation”, or click on the relevant
icon on the main window.

2.2.3.7. Redo Topological Graph Operation

To redo topological graph operation is: when you execute “Cancel Topological Graph
Operation”, the system will record them, and the system may redo the operation which was
cancelled by executing this command. Operation: “Edit” —"Redo Topological Graph
Operation”, or click the relevant icon on the main window.

2.2.3.8. Delete Current Device Node

To delete current device node is to delete specified device nodes or proxies in the resource
list, and this command can be executed if you have sufficient privilege.

Operation: Select device nodes or proxies you want to delete, if you have the privilege you
may execute the command on the menu (“Edit’—"Delete Current Device Node”); or select the
device node or proxy to be deleted, right-click on the item and click “Delete Current Device
Node” on the pop-up menu. After confirmation, the system will delete current device node and
sub-device nodes; besides, information relevant to the device or its sub-devices in the
database will be deleted. So this operation shall be taken with scrutiny.

2.2.3.9. Delete All Device Nodes

To delete all device nodes is to delete all specified device nodes or proxies in the resource list,
and this command can be executed if you have sufficient privilege.
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Operation: “Edit” —"Delete All Device Node”; or you man right-click on the resource list and
click “Delete All Device Nodes” on the pop-up menu. After confirmation, all device nodes and
relevant information in the database will be deleted. As in deleting current device node, this
operation shall be taken with scrutiny.

2.2.4. “View” Menu

“View ” menu is as follows:

2. Show all map

Clear Alarm Window Message

Clear System Log Window Message

Clear Hitp Dialog Window Messange

Clear Remote Response Window Message

oo Actual size

Scale k
5’ Display Buler Cirl+Shift+R
= Display Border Points Ctrl+Shift+P
B Display Grids Cirl+Shift+G

v Display Tool Bar
v Dizplay Status Bar

Fig. 2-2-4-1

2.2.4.1. Display Device Topological Graph

Device topological graphs are displayed in single layer, and if the device has sub-nodes, then
the topologic relation between the device and its sub-devices will be shown in the topological
graph. After selecting certain device nodes, this menu can be executed if you have sufficient
privilege.

The topological graph of the device and its first-level nodes will be shown after execution,
which is the same as the topological graph in 2.2.1.

2.2.4.2. Clear Information in the Trap Alarm Window

It is the information in the Trap Alarm Window on the Inspection Panel that is to be cleared,
but the alarm information in the database will not be cleared. After executing this command
will sufficient privilege, you will clear the information in the Trap Alarm Window on the
Inspection Panel without any influence on database.
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2.2.4.3. Clear Information in the System Log Window

As clearing the information in Trap Alarm window, only information in the system Log Window
on the Inspection Panel will be cleared. After executing this command with sufficient privilege,
you will clear the information in the system Log Window on the Inspection Panel without any
influence on database.

2.2.4.4. Clear Information in Http Session Window

With sufficient privilege, information in Http Session Window on the Inspection Panel will be
cleared through the process the same as operations above.

2.2.4.5. Clear Information in Remote Response Window

With sufficient privilege, information in Remote Response Window on the Inspection Panel
can be cleared through the process the same as operations above.

2.2.4.6. Display in Actual Size

To show the topological graph in actual size

2.2.4.7. Zoom Ratio

The process here is to set the zoom ratio of device topological graph. Process of operation:
“View” —"Zoom Ration” —"Customize”, following dialog will appear while running:

put x|

@ Input Scaling Ratiof%)

0] 4 Cancel |

Fig. 2-2-4-2

Enter zoom ratio in the dialog, for example 70, and click “Ok”, then the topological graph will
zoom out to the proportion of 0.7 of its original size. Click “Cancel” and the parameters will not
be changed.

There are two other items, “Zoom in” and “Zoom out” in the “Zoom Ratio” menu. These two
commands are to zoom in or zoom out the topological graph.
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2.2.4.8. Display Scale

After this command is executed, there will be a scale on the topological graph, as shown in
Fig. 2-2-4-3:

“zNetwork Management X¥iew ¥7.0 o =] |
File [F] Edit[E] View[¥] MNewl[] Manage M) Tools[T] ConfigurelC] Windows (W] Help [H]

|& B 2 ¢ ko v 2B oo A7 FQFD I ReaED R

= DeviceTree EEE

-0 Comman o5 |1 s p s B ps e |45 |5 [T [T 75 |8 ps |2 s |10 05 11 |15

Remate name:

Ao pEEEES»E Y & u a|
350.2'.2'm81=;®&‘=&¢ﬂ§>o‘?@@5}|

[J Resource List E MIE

- Type

Date Time Object Source Infarmation

'T’apa\a’m System log | Hitp Conversation | Remote Response

1 Primitives [ 1 Components ICum cluseulwu%

Hstart| | 7 & <2 H (3 My Pictures | aEnzoos++ | #Fjuntited - paint | EYview 7.0_1207(en)... | [Fgnetwork Manage... GEREE  2usem

Fig. 2-2-4-3
2.2.4.9. Display Boundary

Display or hide boundaries of devices on the topological graph. After this command is
executed, the topological graph is as follows:
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© o kHm =C485

Fig. 2-2-4-4
2.2.4.10. Display Grid

Display or hide grids on the topological graph. The parameters can be modified on “Size of
Grid” in “Configure” menu. After this command is executed, the topological graph is as
follows:

+NmsC485

o [IRET ]

Fig.2-2-4-5
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2.2.4.11. Display Tool Bar

This command is to display or hide the tool bar, which refers to the shortcut key on the main
window, and it is a check button. The default status is to display, and the main window in the

hidden status is as indicated in Fig. 2-2-4-6:
=lolx]|

“zNetwork Management X¥iew ¥7.0
File [F] Edit[E] View[¥] MNewl[] Manage M) Tools[T] ConfigurelC] Windows (W] Help [H]
=101x|

= DeviceTree
- Common
Remote narme:

P >

Bl e rnote narme:

[) Resource List E MIE

Date Time Object

Infarmation

- Twpe Source

'T’apa\a’m System log | Hitp Conversation | Remote Response

[com elosed roos

|1 Primitives [ 1 Components
ifjstart H o & =3 H (3 My Pictures | aEnzoos++ | #Fjuntited - paint | EYview 7.0_1207(en)... | [Fgnetwork Manage... GEREE  2usem

Fig. 2-2-4-6

2.2.4.12. Display Status Bar

This command is to display or hide the status bar, which refers to the bar at the bottom of the
main window, and it is also a check button. The default status is to display, and the main

window in the hidden status is indicated as in Fig. 2-2-4-7:
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*Network Management X¥iew ¥7.0 (=] ]
File [F] Edit[E] Wiewlv] MNew([] Manage[M] Tools[T] Configure[C] Windows W] Help [H]

|& @ @ ¢ ek o % ¥ b o mp AF FQFD WY BEEED G

=Ml DewiceTree =10l [ ]
Cnmmnn

|

il

lele dEEEEH»E »

»
#
L TRV A P A

[}

(1 Resaurce List | B Wi

Date Time Ohject

- Type Source Infarmation

'Trap alarm | System log | Hitn Conversation | Remate Response

dlistart|| ] @ 252 || By etures | yEmnzoo0++ | ] onttied - Pairt | Etview 7.0_1207ten)... | [Fmmetwork Manage... o= 1 I

Fig. 2-2-4-7

2.2.5. “Add” Menu

“Add” menu is as follows:

s} ndd Group
AL Plug-in Card Device k

ALl Plug-in Card Device

2.25.1. Add Group

The group refers to a device group. In accordance with user’s requirement, devices may be

grouped according the region or the characteristic of devices, or no grouping at all (i.e. Don’t
use this command).

Operation: “Insert”—"Add Group”, or click on the “Add Group” icon on the main window, and

the window is as follows while running:
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%4 Group propetrties X|
Device Property | Current Walue |

Qraup name FOewGEraug
group describle Group desc

ik [ Cancel [C]

Fig. 2-2-5-2

Enter a group name and group description in the dialog and click “Ok”, and then a group will
be added to the system, meanwhile the resource list will be refreshed. Click “Cancel” to return
to the main window without adding any group.

2.2.5.2. Add Proxy

The process of operation for adding proxy: choose the group which the proxy to be added
belongs to, and click “Insert” —”Add Proxy”, or click on the “Add Proxy” icon on the main
window. The window is as follows while running:

%z Agent I properties x|

Information |
Device Property | Current Value |
Agent IP address 192.163.0.10
Adent name *adent |
Agent description toent |

Moent description
Aent description

Ok [2] Cancel []

Fig. 2-2-5-3

Operation: Enter the IP address, name and description (as indicated in the figure) of SNMP
proxy, click “Ok”, and the adding of “Telecom Site No. 1” completes. Meanwhile, the content in
the resource list will be refreshed and you will find a new proxy is added to the resource list.
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2.2.5.3. Desktop Device

Desktop devices like AMX32FE (ELAN4000). Take NMS485 as an example, Choose the
group which the device to be added belongs to, click on the menu “Add”—"Desktop Device”
— “Nms485“, or click "Add Nms485” icon on the main window. The following dialog appears

while running:

x

Information
Device Property | Current Walue |
Device Address
Local name hHmsd8a
Lacal description Laocal description:

Ok [0] Cancel [

Fig. 2-2-5-10

Enter device address and relevant property into the dialog. The range of address is 0-15, and
addresses under the same group should be unique. Click “Ok” after input and thus a NMS485
device is added. Meanwhile, the content in the resource list will be refreshed and you will find
a NMS485 device is added to the list. Click “Cancel” to return to the main window without
adding a device.

If the address entered is not within the range of 0-15, following dialog will appear after clicking

“Ok™

The hard address must hetween 0-15!

Fig. 2-2-5-11

If the address entered has already existed in the same group, following dialog will appear

after clicking “Ok”:
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The address has been used!

Fig. 2-2-5-12

2.2.0. “Manage” Menu

“Manage” menu is as follows:
‘ﬁ"‘; Llzer Manage[l]
IEI lser Group Management
[¥ Change Passward
& Start Hitp Service
& =top Hitp Service
¥% Set Serial Port

L,?ﬂ Trap alarm Information Manage

ﬂ'l Log Infarmation Manoe

'@ Set up Polling Interval Time
EF“ Setup Palling nteral tirme for Serial Fort

= Configure Device Address

WarningSemnerCanfigure Communication Parameters

Fig. 2-2-6-1
2.2.6.1. System Account Administration

Manage user profile is to administrate and set the privilege of system operators. With
sufficient privilege, you may execute the commands on this menu (i.e. “Manage” —” Manage
user profile”), or click on the “Manage user profile” icon on the main window, and following
dialog appears while running:
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Couseriist x|

mdmin Aol [2] |

Delete [O]

Mo dify [M]

Close [C]

Fig. 2-2-6-2

To add an account, you only have to click the “Add” button on the dialog, and following dialog
shall pop up:

|
General message | Autharity Eettingl
Liser narne Llser Group Please Select...;l

Passwaord Passwiord Yerifica..
~Llserinfomation

Feal Mame

Femarks

|
Contact Telephone |
|
|

E-mail

™ Send alarm Mail

ik [D] | Cancel [C] Help [H]

Fig. 2-2-6-3

Enter properties of the account into the dialog of general information, and in those properties,
E-mail is to inform the operators through E-mail if an alarm occurs and if the “Send Alarm Mail”
is checked.

There are 3 types of system default user groups: Administrator, User/Guest, and Super. The
privileges of each user type are not completely the same. Super has the highest privilege and
it can execute all operations. The Administrator is the next, and the last is the User. Guest has
the lowest privilege.

After filling the general information, you have to set privilege for that account. Click on the
“Set Privilege” and following dialog appears as shown in Fig. 2-2-6-4:
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“izUser properties x|
General message  Authority Setting |

Systern function list | e
Clear Data
Export Data
Import Data
Manager Connected to Remaote Suce...
Wiew Device Property
Edit Device Property
Wi alarm Setting
Edit alarm Setting
Auto Detect Device
Search Device
Select Device Mode Deletion
Delete All Device Modes
InsertAgent.
User Management
Start Hitp Server
Alarm Infarmation Manage
Log Information Manage
Falling Setup

u
=
=
[=]

e

ik [ Cancel [ Help [H]

Fig. 2-2-6-4

When adding an account, its default privilege is inherited from the group you choose, and
there is no need to set privilege under general circumstances. The “Yes/No” column of the
dialog indicates the status of privilege correspondingly. A privilege with a “v” indicates the
account has that privilege, otherwise no. After selecting relevant privilege, click “Ok” to return
to the main window.

If you want to delete an account, first choose the account name in the account list (i.e. move
the blue cursor to the account), and then click “delete”. You will find the account is removed
from the list, and the deletion of account completes.

If you want to modify the properties of a certain account, first choose the account name in the
account list (i.e. move the blue cursor to the account), and then click “Modify” button, and
following dialog will appear:
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|
 General message | Authority Setting |
LIser narne admin Llser Group Flease Select...;l

Fassward Passward Verifica...
-Lser informatian

Feal Marme |admin

Contact Telephaone |

Femarks |OH,ru13r pod!

E-mail |

[T Send alarm Mail

ik [O] | Cancel [C] Help [H]

Fig. 2-2-6-5

Following operations are the same as adding an account.
Click “Close” button to close current window to return to the main window.

2.2.6.2. Manage User Groups

Manage user Groups is to administrate and set properties of system operators in groups.
With sufficient privilege, you may execute commands on this menu. (i.e. “Manage”— Manage
User Groups”). Following dialog will appear after execution:

User Group Lisk El

E sod |

Guest

SLper Delete [

Lgar I
Madify [i]
Close [C]

Fig. 2-2-6-6

The operation privileges of Super are as follows:
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“oaview x|

grouphane I

Group desc I

=
m
u
=
o

Systern function list
Clear Data
Export Data
Import Data
Manager Connected to Remaote Suce...
Wiewy Device Property
Edit Device Property
Wienw alarm Setting
Edit alarm Setting
Auto Detect Device
Search Device
Select Device Mode Deletion
Delete All Device Modes
InsetAgent.
Lser Management
Start Hitp Server
Alarm Infarmation Manage
Log Information Manage
Faolling Setup

e

2k Cancel

Fig. 2-2-6-7

The operation privileges of Administrator are as follows:
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Cexview x|

groupname Iﬂadministratnr

Group dese I

o
—_
=
o

Systern function list e
Clear Data
Export Data
Import Data
Manager Connected to Remote Suce...
Wiew Device Property
Edit Device Property
Wiew alarm Setting
Edit alarm Setting
Auto Detect Device
Search Device
Select Device Mode Deletion
Delete All Device Modes
InsertAnent.h
lser Management
Start Hitp Server
Alarm Infarmation Manage
Log Infarmation Manage
FPolling Setup

R o R R

Ik Cancel

Fig. 2-2-6-8

The operation privileges of User are as follows:
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mxview x|

groupnarne IUser
Group desc INDrmaI Lser
System function list Yes Mo
Clear Data
Export Data
Import Data

Manager Connected to Remote Suce...
Yiew Device Propery

Edit Device Property

Yiew alarm Setting

Edit alarm Setting

Auto Detect Device

Search Device

Select Device Naode Deletion
Delete All Device Modes
InsertAgent.h

User Management

Start Hitp Server

Alarm Information Manage
Log Information Manage
Falling Setup

e

Ok Cancel

Fig. 2-2-6-9

The operation privileges of Guest are as follows:
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Cexview x|

groupnarme IGuest
Group desc |QUEST
System function list YesfMo
Clear Data -
Expart Data
Import Data

Manager Connected to Remaote Su..
“iew Device Property

Edit Device Property

“iew alarm Setting

Edit alarm Setting

Auto Detect Device

Search Device

Select Device Mode Deletion
Delete All Device Nodes
InsertAgent.il

Lser Management

Start Hitp Server

Alarm Information Manage
Loo Information Manaoe

1

(014 cancel

Fig. 2-2-6-10

To add a group, you only have to click “Add” button on the dialog, and following dialog will pop
up:
Cmxview |

groupname I

Group desc I

Systermn function list Yes S Mo
Clear Data
Export Data
Import Data
Manager Connected to Remote Succe...
Wiewy Device Property
Edit Device Property
Wiew alarm Setting
Edit alarm Setting
Auto Detect Device
Search Device
Select Device Mode Deletion
Delete All Device Modes
InsertAgent. i
Lser Management
Start Hitp Server
Alarm Information Manage
Log Information Manaoge
Polling Setup

ST

(0] Cancel

Fig. 2-2-6-11
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Enter the name and description of the group to be added and specify its privilege and then
click “Ok” to complete.

If you want to delete a group, first choose the group name in the group list (i.e. move the blue
cursor onto the group), click “Delete” button, and you will find the group is removed from the
group list. The Deletion of group completes.

If you want to modify the property of a group, first choose the group name in the group list (i.e.
move the blue cursor onto the group), click “Modify” button, and following dialog will appear:

ooview x|

Qroupnarme IGuest
Group desc IQUEST
System function list es Mo
Clear Data -
Export Data
Import Data

Manager Connected to Remote 5u...
Wieww Device Property

Edit Device Property

Wienw alarm Setting

Edit alarm Setting

Auto Detect Device

Search Device

Select Device Maode Deletion
Delete All Device Modes
InsertAnent.h

lzer Management

Start Hitp Server

Alarm Infarmation Manage
Lon Information Manaoe

S 1 13

Ik Cancel

Fig. 2-2-6-12

Enter new contents into the dialog and click “Ok” to complete modification.
Click “Close” button to close current window and return to the main window.

2.2.6.3. Modify Password

Modify operators’ password. All operators can only modify his own password. Execute the
command on this menu (i.e. “Manage”—"Modify Password”), and following dialog will appear
after execution:
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|
nld pass... ||
MEW PE5... |
Fasswor... |
Ok | Ca.. |

Fig. 2-2-6-13

Enter old password into the dialog, enter twice new password and click “Ok” to complete. If
the old password is incorrect, following dialog will pop up:

xview x|

@ old passwoard errorl
: Mo |

Fig. 2.2.6.14

Click “Yes” to return to the “Modify Password” Dialog to modify again.
If your new password which is entered twice doesn’t match, then your modification of
password is unsuccessful, and following dialog will pop up:

aview x|
@ Mot the same password, please re-enter again!

Fig. 2-2-6-15

Click “Yes” to return to the “Modify Password” dialog to modify.

2.2.6.4. Start Http Service

With sufficient privilege, you may execute commands on this menu. After you set an
appropriate port number, Http service can be started. (i.e. “Manage” —"Start Http Service”),
and following window will appear:
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put x|
\‘?,) Input hitp part number
kg

(0] 34 Cancel |

Fig. 2-2-6-16

Enter port number, whose default value is 80, for Http service into the dialog, click “Ok” button,
then the system return to the main window and Http service is started. Meanwhile the Http
Session is displayed as follows:

Type Infarmation

HTTPServer running on port 80

Trap alarm | Systern 100 Hitp Conversation | Remote Response |

Fig. 2-2-6-17

While accessing Http service, you may visit through IP address, for example, if the port of
local computer is 8080, then use http://127.0.0.1:8080 to visit local computer. If the default
port is used, then use http://127.0.0.1

2.2.6.5. Stop Http Service

If you want to stop Http service which has been started, with sufficient privilege, you may
execute the command on the menu (“Manage”—"Stop Http Service”), and then Http service is
stopped. At the same time, the Http Session is displayed as follows:

Type Information

Hitp Semver
HTTFServer running on port 80

Trap alarml Systermn 00 Hitp Canversation | Femote Respunse|

Fig. 2-2-6-18

2.2.6.6. Set Serial Port

To set serial port includes: open serial port, close serial port, set parameters for serial port,
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and search all serial ports in the system. Following dialog will appear after executing the
command on the menu (i.e. “Manage” —"Set Serial Port”):

x4
Port Marne [comt ~ | Baud Rate oz B

Input Flow Control Mone | Output Flow Contr] None =l
Data Digit E | stap Digit [1 =l
Odd-Even Check [Mone =l

open com | ciosecon | closewindow | Apply |

Fig. 2-2-6-19

Enter the name and properties of the serial port into the dialog, as illustrated in the figure
above, the serial port has not been opened. Having set the properties, click “Open Serial Port”
and then the port is opened, meanwhile, “Open Serial Port” button becomes gray, (indicating
inaccessibility), while the “Close Serial Port” button becomes black (indicating accessibility),
as indicated in the following figure:

*aNetwork Management X¥iew ¥ 7.0

Ix

Part Name [comt > | Baud Rate {19200 =]
Input Flow Cantra| None | output Flaw Contr|one |
Data Digit E | stop Digit [1 =l
Oda-Even Check [None =l

............................................

Fig. 2-2-6-20

The serial port illustrated in the figure above indicates that the port is opened, if you want to
close the port, just click “Close Serial Port” button and the port is closed. Meanwhile, the
“Close Serial Port” button becomes gray (indicating inaccessibility), while the “Open Serial
Port” becomes black (indicating accessibility), as illustrated in the picture before this one.

If the port is in open status and you want to reset the properties of it, just click “Apply” after
you have entered parameters into the dialog.

Only when the port is in open status can new devices of serial port be added, no operation of
devices of serial port can be taken when the port is closed.

2.2.6.7. Trap Information Management

Trap Information Management is to search, print or delete alarm information when the device
is in use. Execute the command on this menu (i.e. “Manage”—“Trap Information
Management”) and following dialog will appear:
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“=Manage trap

Tra... warning oid

Trap device na... Trap date

=10l x]

Trap content

| I Trap condition |

4693 [192.168.0101.1.3.6.1.4.. "IGE1-C_3 200406/ 4 16:45:33:551 =16E1-C_8 down

4692 [192.168.0.101.1.3.6.1.4._[BE1-C_1 200406/ 4 16:45:33 461 *BE1-C_1 down Trap refresh |
4691 [192.168.0.101.1.3.6.1.4. *NmsC485 2004064 16:48:33:451 *NrmsC4a5_0 down

4690 [192.168.0101.1.3.61.4. _ ™MBET-C_3 200406M 4 16:48:33:200 Start... Trap delete |
4689 [192.168.0.101.1.3.6.1.4. *NmsC485 20040614 16:48:17:683 *NrmsC485_0 down

4688 [192.166.0101.1.3.61.4__MIGE1-C_9 200460614 16:4F:32:887 *1GE1-C_8 down Trap preview |
4687 [192.168.0101.1.3.6.1.4._*8E1-C_1 2004/061 4 16:46:32:887 *BE1-C_1 down

4626 [192.168.0.101.1.3.6.1.4.. [HmsC485 2004706114 16:46:32:887 *MmsC485_0 down Trap print |
4685 [192.168.0101.1.3.61.4. . "IGE1-C_3 200406/ 4 16:46:26:857 Remote port 16 alarm

4654 [192.168.0.101.1.3.6.1.4... [*1BE1-C_4 20040614 164525847 Remote port 15 alam Trap close |
4683 [192.168.0101.1.3.6.1.4. . MBE1-C_J 200406A 4 16:46:26:847 Remate port 14 alarm NextPage
4682 [192.168.0101.1.3.6.1.4._ "MBE1-C_3 200406 4 16:46:26:837 Remate port 13 alarm 4|
4681 [192.168.0101.1.3.6.1.4. . MGE1-C_3 20040614 16:46:26:827 Remate port 12 alarm

4680 [192.166.0101.1.3.61.4__MIGE1-C_9 200460614 16:4F:25:827 Remate port 11 alarm

4679 [192.168.0101.1.3.61.4. | FIGE1-C_9 2004/0614 16:46:26:817 Remote port 10 alatm

4670 [192.168.0101.1.3.6.1.4._ FIGE1-C_3 2004061 4 16:46:25:817 Remote port 3 alarm

4677 [192.168.0101.1.3.61.4.. "IBE1-C_3 200406/ 4 16:46:26.807 Remate port & alarm

4676 [192.168.0.101.1.3.6.1.4._ ™ BE1-C_3 20040614 16:46:26:887 Remate port 7 alarm

4675 [192.168.0101.1.3.6.1.4. . MBE1-C_J 2004/06A 4 16:46:26:887 Remate port & alarm

4674 [192.168.0101.1.3.6.1.4._ "MBET-C_3 2004061 4 16:46:26:887 Remate port 5 alarm

4673 [192.168.0101.1.3.6.1.4. . MBE1-C_3 20040614 16:46:26:877 Remate port 4 alarm

4672 [192.168.0101.1.3.6.1.4._ FIGE1-C_9 200460614 16:46:25:867 Remate port 3 alarm

4671 [192.168.0101.1.3.6.1.4.. | FIGE1-C_3 2004061 4 16:46:26:867 Remote port 2 alarm

4670 [192.168.0101.1.3.6.1.4. . FIGE1-C_3 2004061 4 16:46:25:857 Remote port 1 alarm

46D [192.168.0101.1.3.61.4.. | "IBE1-C_3 2004061 4 16:46:26.647 Local port 16 alarm

4BED [192.168.0.101.1.3.6.1.4.. ™ BE1-C_3 20040614 16:46:26:847 Local port 15 alarm

4667 [192.168.0101.1.3.6.1.4. . "BE1-C_3 2004/06A 4 16:46:26:837 Local port 14 alarm

4GB [192.168.0.101.1.3.6.1.4.. ™ BE1-C_3 2004061 4 16:46:26:837 Local port 13 alarm

4665 [192.168.0101.1.3.6.1.4. . MBE1-C_3 2004061 4 16:46:26:827 Local port 12 alarm

4664 [192.168.0101.1.3.6.1.4._ FIGE1-C_9 200460614 16:46:25:817 Local port 11 alarm |

Fig. 2-2-6-21

Alarms the system find when it first enters are all alarms.

If you want to inquire about the alarm data of a certain device or within a certain period of time,

you may click on the “Set Condition” button on the dialog, and following dialog will pop up:

%= 5et trap filtrate condition

Alarm Device Mame

Alarm Start Date

Alarm End Date

x|

2003/01401 00:00:000

20051 2008 151 0:000

Alarm Order Alarm 1D ﬂ
trap Content
Ok [ Cancel [C] |
Fig. 2-2-6-22

In the dialog above, all names of alarm devices includes the name of all devices and devices

that are detected by the system or added manually. Alarm Sorting refers to the sorting method

used after data has been inquired, including Serial number, Name of Alarm Device, and

Content, etc. Enter inquiring condition and click “Ok” and then corresponding data will be

shown in the dialog of Administration of Alarm Information.

Refresh is to search and display data according to the condition specified.

If you want to delete certain alarm data, select data to be deleted in the data column, (Multiple

selections is allowed: Holding “Shift” Key, click with the mouse or use the up/down arrow on
the keyboard to select.) After you have selected those data, click “Delete”. Data deleted
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cannot be recovered, so this function shall be used with scrutiny.
Preview is to preview the printing page. The window is displayed as follows:

x

Frevious [F] Close [C]

Fig. 2-2-6-23
You can click “Next Page” and “Previous Page” to view the printing content.

Print is to submit data in the list to the printer for printing.
Close this operation and return to the main window.

2.2.6.8. Log Information Management

Log is log information recorded when operators do any modification or important operation to
the data of Xview Manager. Execute this command on the menu (“Manage” —” Manage Log”),
and following dialog will appear:
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“Manage log

=10l

Trap ID Usernarme Type Log date Log content | Trap condition |
21 user Edit device name 2005/03M03 09:10:06:... |null--=c16c
20 user Edit device name 2005/03M3 08:09:45:.. \null--=c08¢ Trap refresh |
19 user Edit device name 2005/03M03 09:09:34.... |null--=c0452
18 user Edit device name 2005/03M3 08:0916:... |null--=G01c Trap delete |
17 user Edit device name 2005/03M03 09:08:59:... |null--=v01c
16 user add node 2005/03M03 09:08:19:.. [manually add manag... Trap preview |
15 user add node 2005/0303 09:08:11.... |[manually add manag...
14 user add hode 200502002 09:08:01:... [manually add manag... Trap print |
13 user add node 2005/0303 09:07:54.... \manually add manag...
12 user add node 2005/03M02 09:06:52.... |manually add manag... Tz Hiese |
11 user add node 2005/0303 09:06:20:.... \manually add manag...
10 uger Delete node 20050303 09:06:12:... |Delete current node a...
49 user Delete node 2005/03/03 09:06:08:... |Delete current node a...

uger Delete node 20050303 09:06:05:... |Delete current node a...

7 user data manager 2005/03M3 09:04,39;... |data review success ...
4 admin Delete node 2004/08M6 10:44:31:.. |Delete all hades and r...
a admin Manage trap 200408116 10:41:34... |Batch set device warn...
4 admin Manage trap 200408M610:37:19:... |Batch set device warn..
3 admin Login log f quit 2004/08M1610:35:17.... |Login success
2 admin Quit 2004/08M6 10:34:59: . |Quit success
1 admin Login log f quit 2004/08M1610:31:45:... |Login success

Fig. 2-2-6-24

The window above shows all Log of the system, if you want to inquire above relevant log, click

“Set Condition” and following dialog will appear:

= 5et log filtrate condition

f2003/01/01 00:00:000

Llzername
Log start date
Log end date

arder by

Log conternt

B

[2005/02/03 09:18:000

{Trap ID

=1

0K [0] |

Cancel [C] |

Fig. 2-2-6-25

Choose username, time and sorting method in the dialog. Herein username and time is to

stipulate the range of log, while sorting is to stipulate the sorting method for sorting

information inquired. Click “Ok” and a dialog appears which is analogous to the previous and

may only differ in contents and their sorting methods.

Refresh is to display data which is found according to the condition newly set.

If you want to delete certain log information, choose data in the data list. (Multiple selections

is allowed: Holding “Shift” Key, click with the mouse or use the up/down arrow on the

keyboard to select.) After you have selected those data, click “Delete”. Data deleted cannot
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be recovered, so this function shall be used with scrutiny.
Preview is to preview the printing page. The window is displayed as follows:

x

Previous [F] Close [2]

Fig. 2-2-6-26
You may click “Next Page” and “Previous Page” to view the printing content.

Print is to submit data in the list to the printer for printing.
Close this operation and return to the main window.

2.2.6.9. Set Poll Time

Poll time is the cycle of polling devices while running. Execute the command on the menu
(“Manage”—"Set Poll Time”), and following dialog will appear:

@ Set Ethernet polling time interval (unit: second. Mare than 240 zec. is recommended)

]2 Cancel

Fig. 2-2-6-27

As there is a discrepancy in the time actually needed for polling a round of devices, the
interval of polling time shall be set a bit larger than suggested (the suggested value is more
than 240s). Enter the data and click “Ok” to start polling in accordance with the configuration.
Click “Cancel” to cancel current modification, and the system shall poll with its original cycle.
Note: Polling interval must be larger than 5 seconds.
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2.2.6.10. Set Poll Time for Serial Port

Poll time for serial port is the cycle of serial ports while running. After serial port is opened,
this Menu becomes black (indicating accessibility). Execute this command on the menu (i.e.
“Manage” — “Set Poll Time for Serial Port”, following window appears:

mput x|

@ Set Serial Port Polling Interval Timedunit: 100 mil second)

Ok Cancel |

Fig. 2-2-6-28

The entered numbers must be integers, and click “Confirm after data is entered, to start
polling according to this time. Click “Cancel” to cancel the current setting. System polls serial
ports as per original cycle.

2.2.6.11. Configure Device Address

After serial port is opened, this Menu turns black (indicating accessibility). With enough
privilege, you may connect the device AMX32FE (ELAN4000) with serial port of the local
computer. Following window appears after this command on the menu (i.e. “Manage” —
“Configure Device Address”) is executed:

FaNetwork Management Z¥iew ¥7.0

R -

Cevice address: |

x|

Dievice type:

Read address | Set address | Close

Fig. 2-2-6-29

First read the default address of the connected device, and then set its address. This option is
used for network management software to set address of the device, but this is only valid to
device whose address can be set by the software.

If the serial port has not been connected with AMX32FE (ELAN4000), click “Read Address” at
this point, and following dialog will appear:
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MNetwork Management X¥iew ¥ il

& Read Failed!

Fig. 2-2-6-30

Dial down firstly the DIP [S/H] switch of AMX32FE (ELAN4000), indicating this device is
controlled by the software, and then connect AMX32FE (ELAN4000) with serial port of local
computer, the baud rate of the serial port set as 19200, as shown in the following window:

Y= Network Management ZYiew ¥7.0

x|

Port Marne [comt ~ | Baud Rate oz B

=~

Input Flow Control Mone | Output Flow Contr] None
Data Digit E | Stop Digit [1
Odd-Even Check [Mone =l

open com | ciosecon | closewindow | Apply |

Fig. 2-2-6-31

Now you may again click “Read Address” to show the following dialog:

MNetwork Management Z¥iew ¥ il

@ Fead Successfull

Fig. 2-2-6-32

=~

Read is successful. Click “Ok” to see the default address of AMX32FE (ELAN4000) as 0. The

Address Bar now has turned white, indicating accessibility.

Finally, you may set the address of device AMX32FE (ELAN4000) simply by entering one
integer of 0-15 into the Address Bar of the device, as indicated in Fig. 2-2-6-33:

Y= Network Management Z¥iew ¥7.0

Device type: ELAMIO00

Device address: 1

! Readaddress | Set address Close

X

-62 -



AMXview Network Management

User Manual

Fig. 2-2-6-33

If there is no conflict, the following dialog will appear:

Metwork Management X¥iew

@ Set Successill

Fig. 2-2-6-34

Setting the address of device AMX32FE (ELAN4000) now completes.

2.2.6.12.

Parameters

Set Raisecom-Server Communication

Raisecom-Server is used by local terminal to pass user shared data for network manager

connection between local end and client end.

After this command on the menu (i.e. “Manage” — “Set Raisecom-Server Communication

Parameters”) is executed, the following window will appear:

\ WarningServerConfigure Communication Para

Senver Interception Port:

|5543

Client-End Cannection Character String:

Caonnect To Centre Server

Server-End Response Character String:

Respaonse

Fig. 2-2-6-35

|

Configure

Configure

Configure

.

This option is used for setting communication parameters of Raisecom-Server.

2.2.7. “Tool” Menu

“Tool” menu is as follows:
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i & Selectall Crl+2
Unselect all Ctrl+D
Select Device Primitives Ctrl+Zhift+4
LnSelect Device Primitives

Select all connection Ctrl+E

LnSelect all connection Ctrl+Shift+E
E?“ Default Border Points  Ctrl+Shit+D
E?E Dptimal Border Foints Ctrl+Shift+B

I combination Crl+ G
I{_ﬁ LIncaomhbination Cirl+L
Fig. 2-2-7-1

Topological graph is composed of device primitives and connection lines. All operations in the
“tool” menu are targeted on the topological graph. They can be used to reform or move the
topological graph as you need.

2.2.7.1. “Select All” and Cancel Select All”

Topological graph is as follows:

T *hge 19 0.1

Fig. 2-2-7-2

Execute “Select All” or click shortcut key “Ctrl+A” to select all the primitives in the topological
graph currently active, and all the device primitives and connection lines will be selected as in
Fig. 2-2-7-3:
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Fig. 2-2-7-3
Execute “Cancel Select All” or click the part outside the device primitives and connection lines
in topological graph, to cancel select all of the primitives in the topological graph currently

active, and all the device primitives and connection lines will be in the status of not selected.
Topological graph returns into original status.

2.2.7.2. “Select Device Primitive” / “Cancel Select

Device Primitive”

Execute “Select Device Primitive” to select device primitives in topological graph currently
active, and all device primitives will be selected as indicated in Fig. 2-2-7.4:

Remote name: Remote name:

Fig. 2-2-7-4
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Execute “Cancel Select Device Primitive” or click the part outside the device primitives and
connection lines in the topological graph is to cancel select device primitives in the topological
graph currently active, and all device primitives will be in the status of not selected. The
topological graph returns into the original status.

2.2.7.3. “Select All Connection Lines” / “Cancel Select

All Connection Lines”

Execute “Select All” to select all primitives in the currently active topological graph, and all the
connection lines will be selected, as in Fig. 2-2-7-5:

Fig. 2-2-7-5

Execute “Cancel Select All” or click the part outside the primitives and connection lines in the
topological graph is to cancel select all primitives in the currently actively topological graph,
and all the connection lines will be in the status of not selected. The topological graph returns
into the original status.

2.2.7.4. Default Boundary

After selecting topological graph, execute “Default Boundary” to show the following
topological graph:
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=181

5

1o .

- [Remote name: Remote name:

Fig. 2-2-7-6
2.2.7.5. “Optimal Boundary”

After selecting topological graph, execute “Optimal Boundary” to show the following window:
*Agent|_1 01 I =] 3]

"% Y
19 e

~ |Remote name: Remote name:

Fig. 2-2-7-7

The above figure indicates that all the devices belong to set frame NMSC485 are offline.

2.2.7.6. “Combine” and “Cancel Combine”

After selecting topological graph, execute “Combine to show the following window:
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iée =) o)
Remaote name: Remote name:
-

Fig. 2-2-7-8

After selecting topological graph, execute “Cancel Combine” to show the topological graph as

in Fig. 2-2-7-9:

A 0.

Y "
18 1 agf

Remote name: Remote name:

Fig. 2-2-7-9

2.2.8. “Configure” Menu

“Configure” menu is as follows:
Topological Background  #
Grid Size...
Metric Lnit
Metal
CDEM otif
+\Windows
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Fig. 2-2-8-1

Functions above can be applied to set the background of the topological graph, grid size, grid
unit, layout of the program etc.

2.2.8.1. Background of Topological Graph

There are three options with background of topological graph:
o Color,
o0 Picture and
0 Without Picture.

1) Color
This option is used for changing background color of topological graph. It has three setting
methods:

@ Sample

This option provides us with a series of hues for our selection.

x

Fecent:

|
Cl
=
=
I
=]
=]
]
[ ]

P reies

] -

D Sample Text Sample Text

]34 Cancel Reset

Fig. 2-2-8-2

@ HSB.
This option can allow us for precision setting of background color.
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Y= Color

BY res|

Swatches

X
= =

5 0=

B I 1003:

Rl 245
G| 245
E| 245

Freview
-
D Sample Text Sample Text
(0]34 Cancel Reset
Fig. 2-2-8-3
3 RGB.

Analogous to the second item, this option allows us to precision set background color,
and what differs is only the different setting method.

&= Color

3

Swatches | HSE iR

x|

"I""I""AIE

Fed |
1] 84 170 244

[T = =1 T T T S TN S T O S T B Y B A I 2553:
1] 24 170 24845

Blue T T T T T T T T [ B B B A I 2553:
1] 24 170 2484

P resiew

O

D Sample Text Sample Text

Ok

Cancel Reset

Fig. 2-2-8-4
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2.2.8.2. Size of Grid

This option is to change the size of grid in “Display Grid” in the “View” menu. You have only to
execute “Size of Grid”, and following dialog will pop up.

mput .

@ Size (pivel)
o

]e Cancel |

Fig. 2-2-8-5

Then enter numbers in the “Size” bar, and click “Ok”.

2.2.8.3. Metric Unit

This option is used for selecting display mode of topological graph. This menu is only valid
when the topological graph is shown with scale. When “Metric Unit” is not selected,
topological graph is displayed as in Fig. 2-2-8-6:

Fig. 2-2-8-6

After this command on the menu is executed, Fig. 2-2-8-7 is displayed:
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Remote name:

Fig. 2-2-8-7

All the decimal digits appear no more now, and what's shown are all integer numbers.

2.2.8.4.  Select Layout

There are three types of selection for layouts as Metal Layout, CDE/Motif, and Windows.
1) Metal Layout.
Shown as follows:

#iNetwork Management X¥iew ¥2.0 i [w] P3}
File[F] Edit[g] View[v] MNew|[] Manage [M] Tools[T] Configure[C] Windows W] Help [H]
lafm[e[effolafs]|r nl@Blilnjo[r[r|fesjaz(n|a[r|H
9 M DeviceTree | %= =Agenti_192.188.01 *
@ [f *DevGroup L] b
"MNmsC485 [ ] [ ]
*NmsT485 —
Remote name: % L]
*elan3000_2 Y
@ = *Agent]_192.168.0 = K
Remote narme = *
Remate name: 2 |
Remate name: ﬁ =]
Iy Gomman B -
~
] &
H | &
-] &
4« | B
Al A
LM |
% || &
g |[e]
.
' [Femots narms
] Resource List I- ki
- Type Date Time Ohject Source Information
20051409 |14:10:40:093  "elan3000_2 127.0.01.1.361.41.20660.24.00.032 Device Offline
Trap alarm
2 Primitives [ 2 Components ICnm n\naedlmﬂ%
start ||| 7] & =2 H yElanz000+-+ | EYview 7.0_1207(en) - pic. . | Fjuntited - paint |[Fsnetwork G EEE iz

Fig. 2-2-8-8
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2) CDE/Motif.
Displayed as follows:

“zNetwork Management XYiew ¥7.0 o [m] ]

Flle[F] Edit(E] ViewD] Mew([] Manage ] Tools[T] Gonfigure[C] Windows (A Help [H]

I S e e e e N e T Yl

L5 ] ] | e

19,

o0 |8 e e |4 |1 |1 0| @00 | & | @ |
1682 e oo [B0]o¢ | o0 [0 [ B0 |6 |o2|® |

Remote name:

) Resource List

- Type Date Time Object Source Information ‘
2005(12/08  14.10:40:093  “elan3000_2 127.0.0.1.1.3.61.4.1.20660.24.0.0.0.2 Device Offling

Trap alarm

2 Primitiwes ¥ 2 Components ICnm cmsedlmﬂ%

iflstart| | 7 & =3 H _JElanz000+-+ | #E)sview 7.0_1207(en) - wic... | Fjurtitled - paint |[SaNetwork Management... (E=E zizm

Fig. 2-2-8-9

3) Windows.
Indicated as below:
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“Network Management X¥iew ¥7.0 o [m] B
File [F] Edit[E] View¥] Mew[] Manage Ml Tools[T] Configure[C] Windows (4] Help [H]

|& @ @ ¢ bod ¥ v Basge vy ag@gnh @ 2e 806

[=-mm DeviceTree S )
=0 *DeviGroup
s
*NmsC485 L |
“NmMsT485
pS
Remate name: » u
*alan3000_32 4)‘ ’1
= 8.0
E Remaote nams @
Remite name:
Remate name: Q“
Ifh Commaon ,§
&
*
&
&
B
-
& &
2 @
rec...
i B Rermote name: R )
: Brnite name
[ Resource List|_B MiB
- Type Date Time Ohject Source Information

"Trap alarm | System log] Hitp Conversation] Rermote Response |

7 Primmitives [ 1 Components ICnm tmsedlmﬂ%
ifstart ||| 1] @ =3 H {_yElanz000+-+ | B Ytview 7.0_1207(en) - Mic... | FFjuntited - Paink |[SaNetwork GERE 214mm
Fig. 2-2-8-10

2.2.9. “Window” Menu

“Window” Menu is as follows:

M aximize Windows
Minirmize YWindows
Cascade Window

Current Opened Window: k |
Fig. 2-2-9-1

2.2.9.1. Maximize Topological Window
This option enables to maximize the active topological window.

2.2.9.2. Minimize Topological Window

This option enables to minimize the active topological window.

2.2.9.3. Cascade Window

This option enables the open topological window in cascade, as indicated below:
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“zNetwork Management XYiew ¥7.0
File [F] Edit[E] ViewM] Mew[l] ManageM] Tools[M ConfigurelC] Windows W] Help [H]

=10lx]

|& @ @ ¢ ko v Hauwsy P Pagn e |20k

=M DeviceTree
=0 *DevGroup
*MmsC485
TMmMsT48S
Remate name:
*elan3000_2
“Acent |
Remate name:
Rermate narme:
Remate name:
ffn Commaon

(=

J Resource List E MB

{Gree— 0

wHlel PEEBES B & 8 0|
tmpeB@edryEA 0N E|

- Type Date Time Ohject

Source

Infarmation

" Trap alarm | Syster log | Hitp Conversation | Remote Respanse ]|

7 Primitives 1 1 Components

ICnm cmseu|1nn%

B view 7.0_1207(en) - Mic, | P urtitled -

Hstart| | ] & =2 H Elanz000+-+

Paint

| “HgNetwork Management...

Fig. 2-2-9-2

2.2.9.4.

Indicate the opened topological window.

2.2.10. “Help” Menu

“Help” menu is as follows:

Current Open Window

3 Home Page
A* gystem Register

A Abo

ut ...

Fig. 2-2-10-1

2.2.10.1. Home Page

217 PM

RS

Home page refers to the homepage of the developer of this system. Click and visit the site.
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2.2.10.2. System Register

Register is to obtain the right to use this system. For example, if the system is installed for the
first time in a new environment, it needs to be registered for normal use. Process of
Registration: Click “Help” —"System Register”, and following dialog will appear after that:

“ = Register system @

Registern..“ |

Register ... | |

| okio] || cancelic) |

Fig. 2-2-10-2

Enter Register Name and Register Code in the dialog and click “Ok”. Register Name and
Register Code here are all provided by the developer of the system. If the input is incorrect,
following dialog will pop up:

Q Registration Failed!

Fig. 2-2-10-3

Enter the correct Register Name and Register Code, following dialog will pop up:

@ Redistration Successfull Please Re-start this software!

Fig. 2-2-10-4

Click “OK” to complete register.

2.2.10.3. About

You may inquire about the version information of the software here. Click “Help” — “About”, to
show the following window:

-76 -



AMXview Network Management

User Manual

About Network Nanagement X¥iew ¥7T.2. .. ...

eIl
et

Network Management XView

V7.2[7.2145]

Info CO.LTDCopyright Belong 2001-2007

Edition

7214507 112717E

Lpgrade time: 2007-11-27

[FWiew]Software

Current edition of system is: Xiew

23

Copyright Reserved: Develop the department

s

Help [H]

Cancel[C]

2.2.11.

2.2.11.1.

Fig. 2-2-10-5

Desktop Devices

2.2.11.1.1. AMX32FE (ELAN4000)

*1 elan3000 Properties
-— s e

Description about Xview Device Operation

| ‘ Remote global alarm

s e PR

WOTO0
e

| ‘ ‘ Lacal port 2 E1 HDB3 alarm

il

x|
| [Felan3000 Properti
Information I Hardware status | Software status
Device Property | Current Value I

Device IP address 0002 -
7.0042 1.1
Local B Light Part Use Status MNonuse
Local A Light Port Use Status Use
Alarm Affirm Status Mo Affirm
Alarm Mode static

false
Local global alarm true
Serice Telephone Status Mot Ask
Local Light port EG alarm false
Local Light port E3 alarm false
Local light missing Alarm false
Local light loss sync Alarm true
Local port 1 E1 disappear alarm true
Local port 2 E1 disappear alarm true
Local port 3 E1 disappear alarm true
Local port 4 E1 disappear alarm true
Local port 5 E1 disappear alarm true
Local port 6 E1 disappear alarm true
Local port ¥ E1 disappear alarm true
Local port 8 E1 disappear alarm true
Local port 1 E1 HOE3 alarm false

false =l

Refresh Information (R) Ok [2] Gancel [C] APl A

Fig. 2-2-11-19
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You may edit the property value (i.e. the content displayed in blue color in the “Current Value”
column). Click “Cancel” button, to cancel current modification, while click “Ok” button to
accept current modification. The system will return to main window at the same time; while
“Apply is to apply the current modification into system, but it is not confirmed of cancelled, and
will not return to main window.

Chapter 3 Attentions

3.1. Colors on the Topological Graph

Off Line: Gray

Alarm: Red

Normal: Green

Device newly added to be updated by system:

3.2. Choice of Mode and Level of Alarm

Not as alarm: No action;

Prompting alarm: Show information in the alarm column;

General alarm: Show information in the alarm column, and save the content of the alarm in
database;

Serious alarm: Show information in the alarm column, save the content of the alarm in
database, and show the device with serious alarm in red in the topological graph.

3.3. Remote Access

When operating remote access, firstly open the Http Service for the local computer, and you
shall not open any firewall, including the firewall of Windows itself. Login is only unilateral and
it is not allowed for mutual access.

3.4. Icons for displaying Replaced Devices

- B evi CETI’ ee Represents Device Tree for the entire network.

%Represents One Device Group.

Represents an Integration Box (Agent or Other Network Boards)
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[: Represents Desktop Agent

Il

Represents Desktop Device

E Represents card device

Refer to Descriptions about Devices in Description about Windows.
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